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Abstract

Statistics show high levels of interest in blockchain technology, however,
considerable adoption has not occurred. This research examines why interest is high, yet
levels of adoption are low, by identifying the factors influencing blockchain’s adoption and
systematizing them into a theoretical framework. A mixed methodology is used to address
the adoption factors. First, a qualitative approach is used to discover the factors from primary
data collected from 25 interviews with 23 different organizations. Second, a survey is
employed to empirically test the factors with 146 employees from 71 organizations. A total
of 18 factors are discovered and seven are tested. The findings support and validate several
factors influencing blockchain adoption and contribute a novel factor; perceived
technological volatility. A new empirically validated scale is developed to measure
organizational perceptions of a technology’s volatility. Furthermore, this research is one of

the first to employ a mixed methodology to address blockchain technology adoption.



Acknowledgements

I wish to acknowledge the love and support of my Mother, Sherry, and Father, Owen, my
Grandmother, Ellen, and my Girlfriend, Mollia. They were always there for me when stress or
anxiety would arise. Without their calming influence and sensible words this research would not
have been possible. | want to specifically thank my Mother for the hours spent re-assuring and
guiding me from the very first day to the last. No matter the time of day, | always knew | could
count on her. | want to thank my Father for his wise advice and reassuring attitude. | want to
thank my grandmother for all the phone calls on my walk home from the office and | want to
thank my girlfriend for traveling late in the night to see me when | needed her. | am forever
grateful for my family.

| am grateful for my supervisor Dr. Atefeh Mashatan, who inspired me to start this
academic journey and offered her continued guidance and support throughout. Without Dr.
Mashatan’s persistent mentoring, this research would not have been successful. She has helped
elevate my confidence and I have learned so much from her. | cannot express how thankful 1 am

to have had a supervisor like Atty.

Finally, I would like to thank my defence committee, specifically Dr. Linying Dong, Dr.
Ozgur Turetken, and Dr. Ayse Yuce for their valuable feedback. With their input the quality of

the thesis has been enhanced.



Dedication
This master’s thesis is dedicated to Ellen and William Kennedy, my Grandmother and Grandfather,
whose example and support showed me academia is the way to a successful life. Without both of

you, | would not be where | am today.



Table of Contents

AADSTIACT uueuruescssesssesnsesessssssssssssesessssssssssessssssssssssssesesssssssssesessssessss e esssssssssssasssssssssesssssesssssssssssssessssssssssnses iii
LISt OF TADIES cuuvsssrcssmsmssssmsmssssmsmssssssssssssssssssesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssasssssssssssssssssssssssses viii
LISt OF FIQUIES urusssmsnsmsnsnsssssssesesesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssns ix
LiSt OF APPENAICES cursrsrssesesssesesssssssssmsessssssssssssssesesssssssssssssssssssssssssssessssssssssssssssssssssssssssssssssssssssssssssssssssses b'¢
00 o3 o o 1
Chapter 1 — LIiterature REVIEW .c.commsmsmsmssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssasasssass 5
1.1 Overview of Blockchain TECHNOIOQY .c.cusmsmsmsmsmsmsssssssssssssssssssssesssssssssssssssssssssssssnssssssssssssssssssssnas 6
1.2 Antecedent Studies of Blockchain AdOPLION w...ccvevmmsmssmsmsmsmsmssssssmssssssssssssessssssssssssssssssssssssens 8
1.3 Theoretical BaCKgrOUNG.....comummsmsmsmsmsmssssmsssssmsesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssseses 22
Chapter 2 — Methodology aNd RESUIS...cccmmmsmsmsmsesesesesesessssmsssmsmsssmsssssssssssssssssssssssssssssssssssssssssssssssases 25
2.1  Study 1 - Qualitative Method - Exploratory Multiple-Case Study.......ccummsmsesesesessssssssnsns 28
0 0 R I T [ o 28
2.1.2  PaAITICIPANTS curssusssesmsesmssssessssssesssssssssssssssssssssssssesesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssses 28
2.1.3  Data ANalysis and RESUILS ...ccrcmmcmsmsmsmsmsmsmsesesesessssssmsssmsmsssssssssssssssssssssssssssssssssssssssssssssssssssasas 29
2.2  Study 2 - Quantitative Method - SUIVEY ..cccvrsessmsmsmsmsmsmsmsmsssssssssssssssssssssssssesssssssssssssssasssasas 35
2.2.1  Hypothesis DeVelOPMENT ... issmsmssssssssssssmsssssssssssssssssssssssssssessssssssssssssssssssssssssssssssssssssssses 38
2211 Perceived Data QUAIITY .cvccsmssesmsmsmsmsmssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssns 38
2.2.1.2 Perceived Technological Volatility.....ommmmmmmmmmmmmmmmsmssssssssssssssssssssssssssssssssssssssssaes 39
2.2.1.3 Perceived INterOPerability .o issssssssmsmsmsmsmsmsssssssssssssssssssssssssssssssssssssssssssssssnsasssssssaes 39
2214 Perceived Lack of Technological KNOWIEAQe.....umvmrmsmssssmsmsmsmsmsmssssmsssssesessssssesssssessssens 40
2.2.15 Perceived Regulatory UNCErtaiNty o mmmmsmssesssssmsmsssssssssssssssssssesssssssessssssssssssssssssssssssss 41
2.2.1.6 Perceived Standardization UNCErtaiNty .....ommsmsmsmmmmmsmssssssssssssssssssssssssssssssssssssssssssssaes 42
2.2.1.7 Perceived Network ENNanCement. . mmsmmsssssmsssssssssssssssssssssssssssssssssssesssssssssssaneas 43
2.2.2  Scale DevelopmMeNnt/DeSIQN. s mssssmsmssssssssssssssssssessssssssssssssssssssssssssssssssssssssssssssssssssssssssssssses 43
2.2.3  Data COlECION wvuesesmsmsmssssmsssmsmsmsssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssns 14
2.2.4  Data Analysis and RESUILS ..ccrmmsessmsmsmsessmsmsmsessmsssssssssssssssssssssssssssssssssssssssssssssssesssssassssssssans 45
2241 MeasUremMeNt MOGEI ..cumvesmsmssesmsmsssmsssssssssssssssssssesssssssesssssssssssssssssssesssssssssssssssssssssssssssssssnns 45
2.24.72 SErUCIUTAl MOUBLusssesesesmsmssssssssmssssssssssssesmsssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssesssssses 48
2.25  QUANITALIVE RESUIS cuerercseressressrsessmsessnsessssessssesssssssssssssssssssssssssssssssssssssssssssssssssssssssssssnssssanss 50

Vi



CAPLEr 3 — DISCUSSION.ssssrsrsrsesesmsesssessssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssss 51

3.1 GENEral DISCUSSION womsiusmscssesessssssessssmssssssesssssssssssssssssssssssssesssssssssssssssssssssssssssssssssssssssssssssssssssses 52
3.2  Managerial Insights for Blockchain Technology Development........cmmsmsessssssssssssnns 56
Chapter 4 — Theoretical and Practical ImpliCatiONS .....cocmmmsmvmsmsmsmssmsmsmsmsmsssssssssssssssssssesssssssesssssses 70
4.1  Theoretical IMPIICALIONS woviriusesmsmsessssssssmsssmssssssesssssssessssssssssssssssssssssssssssssssssssssssssssssssssssssssssases 71
4.2 PractiCal IMPliCAtIONS..ccucsesesesesessssmsmsmsmsmsmsmssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssss 72
Chapter 5 — Limitations and FUtUre RESEAICN.....crsmmsmsmsmsmsmsmsmsssssssssssssssssssssssssesssssssssssssssssssasas 75
Chapter 6 — CONCIUSION cuuvumvmsmssssssesssssssesssssssssssssssssssssssssssesssssssssssssssssssssesssssssssssssssssssssssssssssssssssssssssses 78
A DD AN CES cussesssesrsesessssssesesssesessssssssnsnsessssssssssssesessssssssssesessssssesesssesesssssss s e essssssesssssesesssssssssssesesssssssnsns 80
Appendix A — Interview Demographic INfOrMatioN.. s 81
Appendix B - Survey Demographic INfOrmation ... 83
Appendix C - Organizational Blockchain Adoption Factors — Interview ReSUltS....ummsmssssssesns 84
Appendix D — INterview INSTrUMENT . msssissssmssssssssssssssssssssssssssssssssssssssssssssssassssssssssssssssassssssssssssssasasans 85
APPENdiX E — SUIVEY INSTFUMENT . iiimsssmsssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssssns 89
Appendix F- Innovation Within Networks: Patent Strategies for Blockchain Technology ........... 93

Copyright Permission (Journal of Business & Industrial Marketing, Emerald Publishing).117

R O O I S usseierssersersssssesssrssessesssnssesssssssesssssssssssssssessssssnssesssssssssssssssssssssssssssesssssesssssssssesssssssesssssnsssessesse 118

Vii



List of Tables

1. Table 1 — Evolution of Blockchain Definitions

2. Table 2 — Antecedent Blockchain Adoption Studies

3. Table 3 - Organizational — Level Blockchain Adoption Factors
4. Table 4 — Measurement Model

5.
6
7
8

Table 5 — Heterotrait — Monotrait Ratio

. Table 6 — Hypothesis Results
. Table 7 — Industries and Use Cases
. Table 8 — Breakdown of Cost and Length Factors

viii

10
30
46
47
48
56
59



List of Figures

1
2
3.
4

Figure 1 — Mixed Methodology Overview
Figure 2 — Preliminary Model
Figure 3 — PLS Structural Model with Path Coefficients

Figure 4 — Blockchain Technology Timeline

27
37
49
68



List of Appendices

o a ~ wnhE

Appendix A - Interview Demographic Information

Appendix B — Survey Demographic Information

Appendix C — Organizational Blockchain Adoption Factors — Interview Results
Appendix D — Interview Instrument

Appendix E — Survey Instrument

Appendix F — Innovation Within Networks — Patent Strategies for Blockchain
Technology

81
83
84
85
89



Introduction

Blockchain technology is a novel and disruptive innovation that has captured the attention of
both industry and academia since its inception. The concept was first introduced in the seminal
work by Satoshi Nakamoto titled; Bitcoin: A Peer-to-Peer Electronic Cash System (Nakamoto,
2008). Nakamoto (2008) describes a blockchain as a peer-to-peer network for direct transactions
in a trust-less environment and explains how a blockchain is a solution to the double spend
problem, made possible by using a distributed timestamp server that generates computational
proofs of the network’s transactions in chronological order. The original purpose of a blockchain
was to conduct transactions using cryptocurrencies such as Bitcoin, however, individuals and
organizations quickly realized the underlying technology had more potential. As a result, newer
blockchains, such as Ethereum, were developed that have enhanced capabilities such as a Turing
complete programming language which allows for enhanced functions such as automation (smart
contracts) (Buterin, 2018). Overall, blockchains are the result of combining multiple technological

components/concepts together to create something new.

Blockchain technology has a wide range of benefits for individuals, organizations and society.
It allows for direct peer-to-peer transactions in a trust-less environment, near real-time transaction
settlement and reconciliation, instant tracking and tracing of assets, data provenance, tamper
evident data, irreversibility, distributivity, efficiency gains, cost reductions, automated contract
enforcement, and a security model that is fault tolerant and resilient (Li, Liu, Wang, Vatankhah
Barenji, & Huang, 2019; Lacity, 2018; Narayanan, Bonneau, Felten, Miller, & Goldfeder, 2016).
As organizations begin to adopt blockchain technology and reap the benefits, individuals and
society will also benefit. For example, Walmart is using blockchain technology to provide
provenance for their leafy green produce that will allow them to reduce E. coli outbreaks (Rossow,
2018). This is not only beneficial for Walmart in terms of cost savings, efficiency gains and/or
brand image, it is also beneficial to individuals and society in terms of improved public health.
This is just one use case implemented by a single organization, yet highlights the need for adoption.
If ubiquitous adoption occurs, the benefits will scale and individuals, organizations, and society
will all benefit tremendously.

As more functions are developed and the list of use cases expands, the number of benefits

grow, as does interest in the technology itself. In 2016, the blockchain technology market was



estimated to be worth 210.2 million USD and is predicted to be worth 2.31 billion USD by 2021
(Statista, 2016) and 7.59 billion USD by 2024 (Grand View Research, 2018). Other statistics
project even larger values with estimates that by 2025 the business value added by blockchain
technology will be 176 billion USD and by 2030 it will exceed 3.1 trillion USD (Granetto,
Kandaswamy, Lovelock, & Reynolds, 2017). The World Economic Forum has projected that 45%
of organizations worldwide will have adopted blockchain technology by 2022 (Leopold, Ratcheva,
& Zahidi, 2018). In addition, a PricewaterhouseCoopers (PwC) survey of 600 executives
geographically distributed around the world, shows 84% of organizations are involved, in one way
or another, with blockchain technology (PwC, 2018). Combined, these statistics show that the
market is projected to grow, and levels of interest are high. However, they do not tell the whole
story. A deeper investigation of the PwC report shows that only 15% of the organizations involved
in blockchain technology had gone to production with a solution (PwC, 2018). Furthermore, a
more recent report from Statista shows that only 16.2% of organizations worldwide have adopted
a blockchain solution in production (Statista, 2018). Lacity (2018) provides further support for the
lack of adoption noting a recent survey of 200 blockchain projects has shown only 10% of
respondents reported they had deployed a blockchain application and none of these deployments
had been scaled. In most large organizations there are three sequential environments for
technological projects; development, testing, and production. Development is where the
technological solution is created, testing is where its functionality and usability is analyzed, and
production is when the solution is fully adopted and implemented. It seems that there is great
interest in blockchain, and the interest is growing, but there are factors holding back production-

level adoption.

This dilemma merits an investigation. If the benefits of blockchain technology are to be
realized, organizations must adopt, implement, and make use of the technology in production. The
implementations must go beyond a proof-of-concept. The problem this research examines is the
opaque nature of the reasons why there exist so much interest in blockchain technology yet such
low levels of adoption. In other words, there is a lack of understating of the adoption factors, both
drivers and barriers, which this research addresses. With a comprehensive understanding of the
adoption factors, changes that could enhance the drivers and reduce the barriers, will be discovered
and may be implemented. This could result in a faster rate of adoption and more ubiquitous
diffusion of blockchain technology. To address this dilemma, this research aims to identify the

2



factors influencing blockchain technology’s adoption from primary data as opposed to re-testing
an existing framework or collecting the factors from secondary data such as prior blockchain
adoption studies and, to empirically test the factors to develop a theoretical framework. Discovery,
then validation, rather than simply taking the results others have already discovered and validating
them. This research will address the case of North American organizations’ adoption of blockchain

technology. Formally stated, this research aims to answer the following questions:

e What are the barriers contributing to the low levels of organizational adoption of blockchain
technology?

e What are the drivers pushing organizational adoption of blockchain technology?

This research contributes to the technology adoption literature and blockchain technology
literature in multiple ways. A new theoretical framework of blockchain technology adoption is
presented. The framework supports and validates four factors influencing blockchain adoption;
perceived interoperability, perceived data quality, perceived lack of technological knowledge and
perceived technological volatility. An extensive literature review has not revealed a prior study
that has considered how the volatility of a technology influences organizational adoption decisions,
opening up new research opportunities and expanding the area of thought for technology adoption.
In addition, a new empirically validated scale is developed to measure an organization’s perception
of a technology’s volatility, which allows future researchers to accurately measure the construct.
Furthermore, to develop the framework, a mixed methodology, in the form of two studies, was
used. Study 1, consisted of multiple qualitative case studies in the form of 25 interviews with 23
different organizations. This was to discover the factors from primary data as opposed to secondary
sources and to enhance the quality of the results. Study 2 took a quantitative angle to empirically
test the factors discovered with 146 employees from 71 different organizations. This research is
the first to employ the above, extensive mixed-method approach to address blockchain technology
adoption. Overall, this research contributes to furthering the adoption of blockchain technology

and enriching the technological adoption literature.

The findings of this research have a multitude of practical implications for a variety of
audiences. The core beneficiaries include organizations currently adopting blockchain, those
considering adoption, organizations developing blockchain solutions for organizations other than



themselves, firms providing consulting services for blockchain technology and academic

researchers studying either the adoption of blockchain itself or other emerging technology.

The remainder of this thesis is organized as follows. Chapter 1 provides a literature review
consisting of three parts; an overview of blockchain technology, a review of antecedent blockchain
adoption studies, and a discussion of the theoretical base of this thesis. Chapter 2 outlines the
mixed method used in this research. It begins with a review of the qualitative methodology and
presents the results from this half of the research. It then transitions to the second half of this
research to present the quantitative methodology and results. Chapter 3 provides a discussion of
the results, which is followed by Chapter 4 consisting of the theoretical and practical implications.
Next, Chapter 5 offers the limitations and future research opportunities. The thesis ends with
Chapter 6, the conclusion.

In addition to the research at hand, Appendix F provides additional research, conducted during
the same time as this master’s thesis, regarding blockchain patenting and patent strategy. The
paper, titled Innovation Within Networks — Patent Strategies for Blockchain Technology, provides
an overview of blockchain patenting trends and outlines an exploratory framework of patenting
strategies for blockchain technology. Although the focus is not directly on blockchain’s adoption
factors, understanding a technology’s patent landscape, including patent strategies, helped inform
the research at hand of the blockchain technology adoption factors. In addition, patenting
information can help organizations position themselves regarding their innovation and provide
insights about a technology’s future direction. It can also be used to aid organizations when making
adoption decisions and therefore is highly relevant for blockchain technology adoption (cf.
Mashatan, Dehghani, & Kennedy, 2020).



Chapter 1 — Literature Review



The following literature review is organized into three parts; an overview of blockchain
technology, an extensive review of antecedent blockchain adoption studies, and a discussion of

this study’s theoretical background.

1.1 Overview of Blockchain Technology

Blockchain technology was initially developed as a solution to the double spend problem
found when using digital currencies (Nakamoto, 2008). Over the past 11 years, the blockchain
concept has been researched heavily in academia, resulting in the rapid evolution of the
technology. Numerous definitions have been proposed in the literature, (summarized in Table 1)
all pointing to a similar idea. The research at hand defines blockchain as a novel form of an append-

only cryptographically linked-list of blocks stored on a public or private network.

Author Year | Definition

Nakamoto 2008 | A peer-to-peer network for direct transactions in a trust-less environment as a
solution to the double spend problem, made possible by using a distributed
timestamp server which generates computational proofs of the network’s
transactions in chronological order.

Swan 2015 | A blockchain is a public ledger of all Bitcoin transactions that stands as trust-less
proof mechanism of all the transactions on the network.

Yli-Huumo, Ko, | 2016 | Blockchain is a distributed database, which maintains an unceasingly expanding

Choi, Park, & list of data records that are confirmed by the members in the network. The

Smolander information about every transaction ever completed is recorded in the public
ledger.

Kshetri 2017 | A blockchain is a data structure that allows for the creation of a tamper-proof

digital ledger of transactions and the sharing of the transactions in a network.
Yaga, Mell, Roby, | 2018 | Blockchains are tamper evident and resistant digital ledgers operating in a

& Scarfone distributed fashion (no central database) usually without a central governing
authority.
Lietal. 2019a | Blockchain technology is a distributed data structure that is capable of holding

information such as transactions and records that is mimicked and common
between members of the blockchain network.

Hughes et al. 2019 | Blockchain can be visualized as a distributed peer-to-peer ledger encompassing a
set of chronologically ordered, connected and replicated blocks of information.

Table 1 - Evolution of Blockchain Definitions

At its core, a blockchain network consists of distributed nodes using a common communication
medium and protocol, which all store their own complete copy of the blockchain (Wang, Han, &
Beynon-Davies, 2019). Transaction requests are made and distributed across the network of nodes
(Zamani, He, & Phillips, 2018) and authorized using cryptographic digital signatures to ensure
nodes have permission for a transaction (Hughes et al., 2019). Digital signatures use a

mathematically bound pair of public and private keys for various functions. With blockchain



technology, public keys are used to create wallet addresses and private keys are used for the
authorization of transactions (Narayanan et al., 2016). Transactions can be transfers of financial
value or code representing a smart contract (Makhdoom, Abolhasan, Abbas, & Ni, 2019). They
can also be used as a registry to record digitized assets (Wang, Wang, Singgih, & Rit, 2019). When
transactions are propagated to the network, they are received by all nodes, who perform
verification according to pre-defined rules about the transaction structure and activity (Li,
Greenwood, & Kassem, 2019).

Specialized nodes known as miners collect the validated transactions in the network, perform
their own verification and add the transactions to blocks (Zamani et al., 2018). Within a block,
transactions are hashed and stored as Merkle hash trees (Narayanan et al., 2016). With a blockchain
network there must exist a method of achieving consensus on the next block of transactions. The
consensus protocol of Bitcoin is known as the proof-of-work (PoW) mechanism (Nakamoto,
2008). With the PoW mechanism, the miners attempt to solve a computationally difficult
mathematical problem as a form of consensus to verify transactions, ensure their immutability, and
reach an agreement on their order (Wang et al., 2019a; Makhdoom et al., 2019; Zamani et al.,
2018). The computationally difficult mathematical problem for the PoW involves the computation
of a cryptographic hash function by selecting a nonce so that the calculated hash begins with a
specified number of zeros (Nakamoto, 2008; Makhdoom et al., 2019). When a miner solves the
PoW, the verified block is sent to all other nodes on the network for their own verification (Zamani
et al., 2018). Once the network agrees that the block is valid, it is time stamped, added to the chain
of blocks and cryptographically linked to its processor block (Li et al. 2019; Zamani et al., 2018).
When a block is added to the chain, it cannot be altered by a single actor (Wang et al., 2019b).
Finally, when a new block is added to the blockchain, all nodes on the network update their local

copies of the blockchain ensuring everyone is operating with the same copy (Zamani et al., 2018).

Although the PoW mechanism works, it has several drawbacks including high latency,
computational intensity and energy costs (Makhdoom et al., 2019). As such, other means of
achieving consensus have been developed. For example, the proof-of-stake (PoS) mechanism
determines mining eligibility (who determines the next block) based on the number of coins owned

over a period of time (Makhdoom et al., 2019). Other examples of consensus mechanisms include



delegated proof-of-stake (DPoS), proof-of-activity, proof-of-authority (PoA), proof-of-elapsed
time (PoET), proof-of-burn (PoB), and the list continues to grow (Makhdoom et al., 2019).

As a final note on blockchains, several different types have been developed. The distinction
between them is largely based on the permissions (access rights) on the network but other
distinctions exist such as level of decentralization, privacy, anonymity, and method of achieving
consensus (which creates speed, cost and scalability differences). The three types are public,
private and hybrid blockchains (Yaga et al., 2018; Makhdoom et al., 2019).

1.2 Antecedent Studies of Blockchain Adoption

To situate this research and provide a comprehensive background on blockchain adoption, an
extensive literature review of blockchain adoption studies was performed. Several extensive
literature reviews have been performed within the blockchain body of knowledge (Yli-Huumo et
al., 2016; Wang et al., 2019b; Li et al., 2019b; Hughes et al., 2019), but a review of the literature
shows none have been done regarding blockchain adoption studies. One main source was used to
gather papers; the Ryerson University library archive which is connected to 346 unique electronic
databases. Search terms consisted of relevant terminology and the inclusion of well-known

technology adoption theories. The following search term combinations were used:

Blockchain and Adoption

e Blockchain and Acceptance

e Distributed Ledger Technology (DLT) and Adoption

e DLT and Acceptance

¢ Blockchain and Technology Acceptance Model (TAM) (Davis, 1989)

e DLTand TAM

e Blockchain and Unified Theory of Acceptance and Use of Technology (UTAUT)
(Venkatesh, Morris, Davis, & Davis, 2003)

e DLTand UTAUT

¢ Blockchain and Diffusion of Innovation Theory (DOI) (Rogers, 1962; Rogers, 2003)

e DLT and DOI

e Blockchain and TOE Framework (Tornatzky & Fleischer, 1990)

e DLT and TOE Framework



¢ Blockchain and Adoption and Factors

e DLT and Adoption and Factors

e Blockchain and Adoption and Drivers

e Blockchain and Adoption and Barriers

e DLT and Adoption and Drivers

e DLT and Adoption and Barriers

¢ Blockchain and Usage Intentions

e DLT and Usage Intentions

e Blockchain and Adoption Framework

e DLT and Adoption Framework

e Factors Influencing and Blockchain Adoption

e Factors Influencing and DLT Adoption

The literature considered was from January 2018 to December 2019 and yielded 871 peer-

reviewed publications. A detailed analysis revealed 239 duplicates across sources, which were
synthesized, leaving 632 unique documents. Article titles and abstracts were read to remove
irrelevant results and discover the true adoption studies. A multitude of papers simply happened
to contain some of the relevant search terms but were not related to blockchain adoption. Many
papers outline the benefits and challenges of using blockchain technology, which may be construed
as adoption factors; however, these studies are not considered as part of this extensive literature
review, as they are not directly identifying adoption factors. That is, unless the study identifies
challenges and benefits specifically for adoption, rather than blockchain itself. In addition, several
studies were discovered, which analyzed the factors influencing the adoption of cryptocurrencies.
These studies were also not considered, as cryptocurrencies are too specific and a single function
of a blockchain and are more of a focus for individual adoption as opposed to organizational
adoption. The factors from these studies would not be representative of blockchain technology as
a whole. Furthermore, some studies are theoretical in nature, meaning they do not use a direct
qualitative or quantitative methodology. These studies were also not considered. Based on the
above, to be considered as a blockchain adoption study, a qualitative or quantitative method needed
to be used (or both), the focus needed to be on blockchain as a whole and the study must be in the
context of adoption. After careful evaluation, a total of 24 studies were selected. Table 2

summarizes the antecedent blockchain adoption studies.
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No. | Authors Theory Factors Sample Size/ | Sector Method
Analysis
Approach
1 Kamble, TAM, TRI Constructs: Survey of 181 | Supply Quant
Gunasekaran | Technology | - Insecurity Supply Chain | Chain
, & Arha Readiness - Discomfort Practitioners | Managem
(2019) Index (TRI) entin
and The TAM Constructs: Structured India
Theory of - Perceived Usefulness Equation
Planned - Perceived Ease of Use Modeling
Behaviour - Attitude (SEM)
(TPB)
TPB Constructs:
- Perceived Behavioural
Control
- Subjective Norm
- Behavioural Intention to
Adopt
2 Queiroz & Modified - Performance Expectancy Survey of 394 | Logistics | Quant
Fosso UTAUT - Social Influence Supply Chain | and
Wamba - Facilitating Conditions Professionals | Supply
(2019) - Blockchain Transparency Chainiin
- Trust of Supply Chain Structured India and
Stakeholders Equation the United
- Behavioural Intention Modeling States of
- Behavioural Expectation (SEM) America
(USA)
3 Supranee & | N/a Organizational Power: Survey of 261 | Automoti | Quant
Rotchanakit - Mediated Power Executives ve Supply
umnuai - Non-Mediated Power and Practical | Chainin
(2017) Staff in the Thailand
IT Assimilation: Automotive
- Relational Mechanism Industry
- Organizational Pressure
- Organizational Inertia Multiple
Regression
Perceived Benefit
- Inter-Organizational Trust
- Inter-Organizational
Relationships
- Intention to Adopt
4 Wanitcharak | Developed - Perceived Usefulness Survey of 149 | Healthcar | Quant
khakul & from - Relative Advantage Medical ein
Rotchanakit | multiple - Ability Patients, Thailand
umnuai adoption - Integrity Physicians,
(2017) theories - Security and Privacy Nurses,
(UTAUT, - Performance Expectancy Pharmacists
UTAUT2, - Trust and Officers
TAM, and - Risk
IDT) and - Intention to Adopt Multiple
Ad-hoc Regression
Constructs
5 Ryu (2018) | The Theory | - Economic Benefit Survey of 243 | Finance Quant
of Reasoned | - Seamless Transaction of Fintech Industry
Action - Convenience Users
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Trade
- Sustainability

TAM factors and
Dependent Variables:

Quantitative
Analysis
(Descriptive
Statistics and
Percentages

No. | Authors Theory Factors Sample Size/ | Sector Method
Analysis
Approach
(TRA), Net | - Financial Risk in South
Valance - Legal Risk SEM Korea
Theory and | - Security Risk
the Benefit - Operational Risk
Risk - Perceived Benefit
Framework | - Perceived Risk
- User Type
- Fintech Continuance
Intention
6 Wong, TOE, - Relative Advantage Survey of 194 | Adoption | Quant
Leong, Hew, | UTAUT, - Complexity Small to of
Tan, & Ooi | and TAM - Upper Management Support | Medium Blockchai
(2019) - Cost Enterprises nin
- Market Dynamics (SMEs) Operation
- Competitive Pressure s and
- Regulatory Support SEM Supply
- Behavioural Intention Chain
Managem
ent
Among
Malaysian
SMEs
7 Yang (2019) | Modified Applications: Survey of 121 | Maritime | Quant
TAM - Customs Clearance and Maritime Port
Management Organizations | Corporati
- Digitalizing and Easing ons,
Paperwork Hierarchical Shipping
- Tracking and Tracing Regression Companie
Analysis S,
Future Improvements: Shipping
- Standardization and Agencies,
Platform Development and
- Business Model and Shipping
Regulation Forwarder
- Intention to Use s Engaged
in
Maritime
Shipping
Operation
sin
Taiwan
8 Thiruchelva | Modified Blockchain Efficiency asa | Survey of 66 | Coffee Quant
m, TAM factor of: Brundi Industry
Mughisha, - Market Access Coffee in Brundi
Shahpasand, - Premium Pricing Industry Africa
& Bamiah - Traceability and Reliability | Professionals
(2019) - Transparency and Fair
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Autonomous Enablers
Linkage Enablers

Interpretive

Dependent Enablers Structural

- Decentralized Database Modelling

- Immutability (ISM) and

- Improved Risk Decision-

Management Making Trial

- Provenance and

- Traceability Evaluation

- Transparency Laboratory
(DEMATEL)

No. | Authors Theory Factors Sample Size/ | Sector Method
Analysis
Approach
- Perceived Usefulness to Build a
- Perceived Ease of use Model
- Attitude Toward
Blockchain
- Behavioural Intention to
Use
- Actual Use
9 Hoxha & N/a - Increase of Data Survey of Real Quant
Sadiku Availability 1050 Real Estate
(2019) - Reduction of Information Estate Transactio
Asymmetry Transaction nsin
- Easy Verification of System Users | Kosovo
Transactions
- Comprehensibility of the Factor
Transaction Analysis
- Data Accuracy and
Reliability
- Data Interoperability
- Exclusion of False
- Information from
Contractual Information
- High Security Encryption
- Cost Reduction Through
Exclusion of Intermediaries
- Contract Conclusion with
Reasonable Fee
- Cost Reduction due to -
Process Efficiency
- Intention to Adopt
Blockchain
- Practical Implementation
10 | Kamblea, N/a Driving Enablers Data from the | Agricultur | Quant
Gunasekaran - Anonymity and Privacy Literature and | e Supply
b, & - Decentralized Database Validated by | Chain in
Sharmaa - Reduced Transaction Cost Experts India
(2019) - Reduced Settlement Lead (Academics,
Times Practitioners
- Secured Database and Senior
- Shared Database Managers
- Smart Contracts from varying
backgrounds)
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No. | Authors Theory Factors Sample Size/ | Sector Method
Analysis
Approach
11 | Benbunan- Peled’s Information System Case Study — | Land and | Qual
Fich Framework | Readiness Includes Factors | inthe Form Property
&Castellano | — A such as: of Two Registry
5 (2018) Network- - Technological Unstructured | in
Coalition- Expertise Interviews Honduras
Institution - Information System with the and
Model with | Infrastructure Liaison Georgia
One Added | - Level of Digitization Between
Construct— | - Availability of Factom and
Information | Technological Partner the Honduran
System - Adequacy of Business Government
Readiness Processes
- Ability to Overcome Content
Resistance Analysis of
- Legal/Regulatory/Political interviews
Issues
- Sophistication of Processes
12 | Gausdal, N/a Blockchain Case Study — | The Qual
Czachorows Innovation/Adoption in the Form Norwegia
ki, & Drivers: of Seven n Offshore
Solesvik - Reducing Cost Unstructured | Industry
(2018) - Regulation Compliance Interviews
- Information Intensity of with Four
Industry with Offshore
- Efficiency Operators and
Three with
Blockchain Suppliers
Innovation/Adoption
Barriers: Content
- Low Cost Industry Analysis of
Orientation interviews
- Slow Internet Speeds
- Current Low Level of
Digital Diffusion in the
Industry
- Reluctance to Invest due to
Perceived Risk
- Lack of Innovation
Leadership
- Organizational Culture
- The Engineering and
Installation Technology-
Oriented Culture with a Low
Focus on Efficient Business
Processes
13 | Holotiuk & | Modified Technology Factors: Interviews German Qual
Moormann TOE - Prototype Difficulty with 11 Financial
(2018) Framework | - Efficiency Gains Blockchain Industry
- Implementation Difficulty Experts
- Role of Information
Technology Collection of
Secondary
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No.

Authors

Theory

Factors

Sample Size/
Analysis
Approach

Sector

Method

- Interplay of Information
Technology and Business

Organization Factors:

- Need for a Separate Entity
within the Organization

- Integrating New Ideas

- Informal and Formal
Exchange Information
Exchange/Dissemination

- Existence of Cross-
Functional Teams

- Organization Attitude
People Factors:

- Lack of Talent

- Need for External Partners
- Connection and Exchange
with Fintechs

- Dedicated Partnerships

- Distributed Knowledge /
Knowledge Alignment

- Excitement

- Need for Developers

- Need for Adoption Mindset
- Need for Combine
Knowledge

Project Management
Factors:

- Need Top-down and
Bottom-up Management
Approaches

- Motivation

- Voluntary Participation

- Anchor Responsibility to
Top Management with Little
Knowledge

Environment Factors:

- Need for Standardization

- Need Successful Use Cases
as Examples

- Need for
Internationalization

- High Uncertainty

Data from the
Literature

Content
Analysis of
Interviews
and
Secondary
data

14

Wang,
Chen, & Xu
(2016)

Modified
Capability
Maturity
Model
(CMM) to
be the
Blockchain

Proposed BCMM, Outlining
Adoption Barriers (and one
benefit) at Varying Stages of
Blockchain Maturity

Stage 1 - Initial:

Comparative
Analysis to
Propose A
New Model

General

Qual

14




No.

Authors

Theory

Factors

Sample Size/
Analysis
Approach

Sector

Method

CMM
(BCMM)

- Architecture — Integration
and Design Challenges

- Upgrading Complexity

- Integration -
Interoperability

- Lack of Standardization

Stage 2 — Repeatable:

- Network Load

- Maintenance — Lack of
Experience

- Storage Needs

- Scalability Needs

- Computational Complexity

Stage 3 — Defined:
- Reliability
- Privacy

Stage 4 — Managed:

- Business Efficiency (the
only positive factor)

- Data Security

- Transaction Security

Stage 5 — Optimizing:
- None

15

Wang,
Singgih,
Wang, & Rit
(2019a)

Sense
Making
Theory

Three Frames Influence
Decisions to Adopt:

* Benefits Frame:

- Improved Visibility

- Secure Information Sharing
- Building Trust

- Operational Improvements
- Applications Frame:

- External Validity and
Traceability

- Simplification, Digitization,
and Optimization of
Operations

- Smart Contracts

- Trust Building

- Disintermediation

- Supply Chain Change

* Challenges Frame:

- Lack of Confidence

- Cultural, Procedural,
Governance, and
Collaboration

- Data Input and Sharing
- Network and

Interviews
with 14
Supply Chain
Experts
Using the
Delphi Study
Approach

Content
Analysis and
Cognitive
Mapping

Supply
Chain in
the UK,
Switzerlan
d,
Indonesia,
Germany,
Romania,
and
Portugal

Qual

15




No.

Authors

Theory

Factors

Sample Size/
Analysis
Approach

Sector

Method

Interoperability
o Cost, Privacy, Legal, and
Security Factors

16

Angelis &
Ribeiro da
Silva (2019)

N/a

Created a Value Driver
Framework

Value Opportunities
Pushing Adoption:
- Transparency

- Immutability

- Privacy

- Reliability

- Fault Tolerance

- Democratization

- Security

- Risk control

- Tokenization

Value Drivers Pushing
adoption:

- Transaction Cost

- Added Services

- Expanding Organization
Boundaries

- Autonomous Decision-
Making

Qualitative
Trend
Analysis of
Existing
Literature

General

Qual

17

Batubara,
Ubacht, &
Janssen
(2018)

TOE
Framework

Technological Adoption
Challenges:

- Design Variables

- Immaturity

- Storage Size

- General Application
Platform

- Computation Efficiency
- Flexibility

- Interoperability

- Usability

- Scalability

- Security

Organizational Adoption
Challenges:

- Auditing

- Trust

- Implications

- New Governance Model
- Risk of Error (for complex
business rules)

- Business
Model/Organizational
Transformation

Literature
Review

Blockchai
n for
Electronic
Governme
nt

Qual

16




No.

Authors

Theory

Factors

Sample Size/
Analysis
Approach

Sector

Method

- Cost Effectiveness
- Organizational Readiness

Environmental Adoption
Challenges:

- Support Infrastructure

- Accessibility

- Acceptability

- Laws and Regulations
Support

18

Kshetri
(2017)

DOI Theory

Characteristics of
Blockchain Technology
Influencing its Adoption:

Relative Advantage:

- Transparency, Fraud, and
Corruption Reduction

- Friction Cost Reduction

Compatibility:

- Corrupt Politician
Resistance

- Complexity

Observability:

- Lower Transaction Cost
- Visibility

- Trialability

Literature
Review

Economic
s in the
Global
South

Qual

19

Lietal.
(2019b)

N/a

Developed a Framework —
Socio-Technical
Framework for Blockchain
Implementation

Challenges to
Implementation/Adoption:
- Data Authentication

- Bandwidth / Connectivity
- Smart Contract Coding

- Energy Consumption

- Exchange Rate Volatility
- Interoperability

- Legal Issues

- Malicious Attacks

- Readiness

- Resistance to Change

- Lack of Skills

- Technology State of the
Industry

Opportunities from
Implementation/Adoption:
- Increased Collaboration

Literature
Review

Focus Group
Session with
8 Individuals
from a United
Kingdom
(UK)
University

One Semi-
Structured
Interview
with a Senior
Industry
Member

Content
Analysis of
Interviews
and Focus
Group Data

Constructi
on
Industry
in the UK

Qual

17




No. | Authors Theory Factors Sample Size/ | Sector Method
Analysis
Approach
- Digital Twining
- Disintermediation
- Efficiency
- Faster Processes
- Immutability
- Lower Costs
- Proof of Ownership
- Provenance
- Reduction of Human Error
- Smart Contracts
- Societal Benefits
- Traceability/Auditability
- Workflow Improvements
20 | Lacity N/a Adoption Challenges: Case Study of | Energy, Qual
(2018) - Standardization Three Supply
- Regulations Organizations | Chain,
- Shared Governance representing and
- Viable Ecosystem the Energy, Manufact
Supply Chain | uring
and Sectors
Manufacturin | (USA)
g Sectors
21 | Grover, Kar, | Modified Perceived Usefulness as the | Collection of | General Qual
Janssen, & TAM Core Characteristics of Twitter Posts
Ilavarasan Blockchain such as:
(2019) - Immutability Data Mining
- Decentralization and Content
- Security as a Benefit is Analysis of

Discussed the most

Perceived Ease of Use as
the Sentiment Scores for
Use Cases such as:

- Initial Coin Offerings

- Smart Contracts

- Initial Coin Offerings are
Discussed the Most

Attitude Towards Use
Measured as Blockchain
Benefits such as:

- Lower Transaction Cost

- Higher Transaction Speed
- Benefits Discussed more
than Drawbacks

External Variables
Measured as Blockchain
Drawbacks such as:

- Power Consumption and
Hardware Cost

Twitter posts

18




No. | Authors Theory Factors Sample Size/ | Sector Method
Analysis
Approach
- Drawbacks discussed less
than benefits.
- Actual Use
22 | Janssen, Koppenjan Institutional Factors Literature General Qual
Weerakkod, | and - Norms and Cultures Review
Ismagilova, | Groenwegen | (cultural resistance,
Sivarajah, & | ’s Institution | resistance to change, lack of
Irani (2020) | Framework | understanding of blockchain

technology)

-Regulations and Legislations
(need for new law, ability for
law enforcement to deal with
fraudulent activities, policy
makers confusion of Bitcoin
with blockchain technology,
need to deal with taxation,
laws need to consider the
nature of blockchain
technology, and loss of
governmental control)
-Governance (use of an
appropriate governance
framework, and risk of
market manipulation and
unfair practices)

Market Factors

- Market Structure (high
degree of computerization
increases in market volatility
and interconnectedness)

- Contracts and Agreements
(moving existing contract to
new blockchain technology
methodology, lack of clarity
on smart contracts, and
confusion of smart contracts
with e-contracts)

- Business Process (Inability
to aply traditional business
processes for using
blockchain technology and
cost of adoption and
implementation of
blockchain technology for
businesses)

Technical Factors
- Information Exchange and
Transactions (time to process
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No. | Authors Theory Factors Sample Size/ | Sector Method

Analysis
Approach

transaction, size of the block,

and standardization)

- Distributed Ledger (design

of the system, cybercrime,

and newness)

- Shared Information

(development of standard

infrastructure components)

23 | Sander, N/a Survey Results: Semi- Produce Mix
Semeijn, & Implementing Blockchain as | Structured Supply
Mahr (2018) a Transparent and Interviews Chain in

Traceability System (TTS) with Seven Europe
had a Significant Positive Retail and the
Relationship with Consumer | Managers in United
Quality Perceptions and Germany and | Kingdom
Purchase Decisions the (UK) -
Netherlands, | Germany,
Interview Results: Four Netherlan
- Retail Managers Claim Government | ds,
Consumers are Less Officials, and | Belgium,
Concerned witha TTS and One 3Ptsp. Great
More Price Conscious About Britain
the Eat they Purchase Content
Analysis of
- Retailers Also Note that an | Interviews
Investment in a Blockchain
Based TTS Might Increase Survey of 141
their Image and Reputation Meat
Consumers
- Government Officials are
Concerned About the Price of | SEM
the Blockchain Based TTS
- The Need for Trust in a
Blockchain Based TTS was
Highlighted
- Implementing a Blockchain
Based TTS Requires a
Change in Mindset of
Individuals in the Supply
Chain
- Early Adopters of a
Blockchain Based TTS
Should Receive Significant
Benefits

24 | Altaei, N/a Factors Motivating Survey of 25 | General - Mix
Barghuthi, Adoption/Investment: Chief United
Mahmoud, - Security and Data Information Arab
Barghuthi, Protection Officers Emirates

- Record Keeping
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No. | Authors Theory Factors Sample Size/ | Sector Method

Analysis
Approach
& Said - Data Reliability Content
(2019) - Regulations Analysis of
- International Trend Survey Data
- Innovation
- Smart Online Services Quantitative
- Demanded Services Analysis of
- High Customer Flows Survey Data

- Long Processing Times
- Scattered Services

- Low Efficiency

- Smart Contracts

Adoption Challenges:

- Lack of Blockchain Experts
- Novelty of the Technology
- Lack of Understanding

- Lack of Industry Standards
- Regulatory Constraints

- Privacy and Security
Considerations

Table 2 - Antecedent Blockchain Adoption Studies

Several gaps have been identified based on the extensive literature review. First, although
some literature exists regarding blockchain adoption, there is not enough to achieve a true
understanding of the adoption phenomena to promote ubiquitous adoption. Folkinshteyn &
Lennon (2016) made note of the absence of theory development for blockchain adoption in 2016
and little empirical adoption literature has been created since. Recent papers are still making note
of the lack of blockchain adoption literature (Janssen, et al., 2020). Indeed, as extensive as
blockchain literature is, adoption research has been neglected. Second, many papers focus on the
adoption of cryptocurrencies, such as Bitcoin (Almarashdeh, 2018; Jonker, 2019), as a financial
instrument. However, cryptocurrencies are only one function of a blockchain and studies in this
manner do not provide a comprehensive view of blockchain technology’s adoption. Moreover, the
literature contains several studies, which perform literature reviews to identify the adoption
factors, often phrased as challenges or opportunities (Taufig, Meyliana, Hidayanto, & Prabowo,
2018). As blockchain technology matures, the adoption landscape changes, requiring additional
studies to clarify the adoption factors. There is a need to discover these factors from primary data
rather than from previous and possibly outdated research and have a study focused on blockchain
as a whole. Third, the classical adoption theories such as UTAUT and TAM have been used in

multiple studies of blockchain adoption, but the TOE Framework has only been used in two.
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Batubara et al. (2018) performed a literature review, and organized the adoption factors according
to the TOE Framework. They did not derive the factors from empirical data. Holotiuk &
Moormann (2018) used a modified version of the TOE Framework, however they had a small
sample size and limited their study to the financial industry. There is a need to extend the TOE
Framework with a larger sample and different organizational classifications, to study blockchain
technology’s adoption factors in an explorative approach. In addition, there is a lack of blockchain
adoption studies considering the North American context. Furthermore mixed-method research
allows for a more complete and detailed, end to end, understanding of the phenomenon being
studied and allows for both theory building and testing, which is aligned with the goals of this
research; to identify and empirically test the factors influencing blockchain technology adoption.
Little mixed-method research, beginning with a qualitative identification of the factors followed
by quantitative testing of them, exist for blockchain technology adoption. Sander et al. (2018) and
Altaei et al. (2019) used a mixed method for their research; however, their mixed-method approach
differs from the current research. Both used a qualitative method to identify the factors but they
did not use a quantitative method to test them. Finally, few studies have collected data from a
sample of organizations representing a multitude of sectors and at varying stages of blockchain
adoption. Most analyze a single sector (such as Fintech) and with organizations who have not
adopted blockchain technology. Study 1 of this research uses a sample that crosses several sectors

and includes both adaptors and non-adaptors of blockchain technology.

1.3 Theoretical Background

The technological adoption literature is rich in its theoretical development, presenting
researchers with several competing theories that can be used to study a technology adoption
phenomenon. Studies within this body of knowledge can be grouped into two broad categories;
organizational-level and individual-level (employees and/or customers). Individual-level studies
analyze the factors influencing individual customers, employees or any other type of individual
users’ technology adoption decisions. Examples of theories used to analyze and understand
adoption at the individual level include classics such as The Theory of Planned Behaviour (TPB)
(Ajzen, 1991), The Theory of Reasoned Action (TRA) (Davis, Bagozzi, & Warshaw, 1989), TAM,
TAM2 (Venkatesh & Davis, 2000), TAM3 (Venkatesh & Bala, 2008), UTAUT, and UTAUT2

(Venkatesh, Thong, & Xu, 2012). Organization-level studies analyze the factors influencing
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organizational-level adoption decisions. Two examples of theories used to analyze and understand

adoption at the organizational level are; The TOE Framework and The DOI Theory.

The core theory used for this research is the TOE framework (Tornatzky & Fleischer,
1990). The TOE framework is described in Tornatzky and Fleischer’s (1990) book titled ‘The
Processes of Technological Innovation’. The book provides a comprehensive description of the
whole innovation process from idea development to the adoption and use of the innovation. The
TOE framework is used to understand one important section of the innovation process; the manner
in which a firm’s contexts influence the adoption and implementation of innovations (Baker,
2012). As represented by the three letters in the TOE acronym, the TOE framework analyzes three
contextual elements, which influence organizational adoption decisions; the technology, the
organization, and the environment (Baker, 2012). The idea is that factors within all three contexts
impact organizational adoption decisions; that is, the factors determine if an organization will, or
will not, adopt an innovation. The technology context represents the technology an organization is
currently using and the technology available to them externally (Baker, 2012). Knowing this
information allows an organization to understand the type, scope, and pace of change an innovation
will cause. The technology context also allows an organization to understand what types of
innovations are available (in the market) for them to implement (Baker, 2012). The organizational
context represents the characteristics of a firm such as departmental linking mechanisms,
organizational structure (organic vs mechanistic), communication processes, managerial
leadership, firm size, and resource availability (Baker, 2012). The organizational context is used
to understand if a firm’s characteristics promote or hinder the adoption of innovations. The
environmental context includes elements external to the organization such as; industry
characteristics (competition, growth etc.), the availability of technological service support and the
regulatory environment. It is used to identify and understand the impediments and facilitators of
organizational innovation external to the firm (Baker, 2012). The TOE framework brings all three
of the contextual elements together into a single framework to provide a holistic view of the factors

influencing organizational innovation, adoption, and implementation.

As defined by the research question, this research is investigating the factors affecting the
adoption of blockchain technology for North American organizations. The focus is on organization
adoption rather than individuals and thus, an organizational-level theory is needed. This creates a
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theoretical congruence between the TOE Framework and this research, making the selection of the
TOE Framework, as a base theory, appropriate. In addition, a detailed literature review shows
numerous studies of technological adoption which have made use of the TOE Framework to study
a variety of technology (Tomés, Thomas, & Oliveira, 2018, Arpaci, Yardimci, & Turetken 2015;
Arpaci, Yardimci, Ozkan, & Turetken, 2012; Pan & Jang, 2008; Cui, Zhang, Zhang, & Huang,
2008; Lin & Lin, 2008; Chang, Hwang, Hung, Lin, & Yen, 2007; Lee & Shim, 2007; Hong & Zhu,
2006; Zhu & Kraemer, 2005; Raymond, Bergeron, & Blili, 2005; Xu, Zhu, & Gibbs, 2004). This
shows the framework has received considerable and consistent empirical support in a variety of
domains, further supporting the choice of the TOE framework as a theoretical foundation to

discover and organize the factors influencing the adoption of blockchain technology.
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Chapter 2 — Methodology and Results
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The central goal of this research is to develop a theoretical framework of blockchain
technology adoption, expanding on the critical factors influencing organizational adoption
behaviour. The development of the framework includes both, the identification of the factors and
the validation or testing of the factors discovered. To achieve this goal, a mixed-method approach
broken down into two studies is used. First, Study 1 involves exploratory multiple-case studies, to
discover the adoption factors from primary data collected from North American organizations.
This approach was taken due to the lack of empirically validated research toward blockchain
technology’s adoption. In addition, due to the uniqueness and novelty of blockchain technology,
constructs within many existing models of technological adoption are too broad or unrelated,
further supporting the need for a qualitative identification of the adoption factors specific to
blockchain. Furthermore, since the inception of blockchain technology countless changes have
occurred and the technology continues to evolve, stipulating the need for a fresh identification of
the factors from organizations actively engaged (considering adoption or actually adopting) with
blockchain. In other words, previously identified factors may be outdated, no longer relevant, or
inaccurate. Second, Study 2 takes a quantitative angle to empirically validate the qualitative
findings and to evaluate the robustness and generalizability of the proposed theoretical framework.
This research uses the general guidelines to conducting mixed-method research proposed by
Venkatesh, Brown, & Bala (2013) and DeVellis (2003). Figure 1 provides a high-level depiction

of the mixed methodology used for this research.
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-

Extensive Literature Review \

The extensive literature review was to:
a. ldentify problems.

Study 1 - Exploratory Multiple-Case Study

e Makes use of an exploratory multiple-case
study research design using semi-structured
interviews for a detailed examination of the
drivers and barriers for blockchain
technology’s adoption.

e Atotal of 25 interviews were conducted with

b. Understand the gaps in knowledge.
c. Develop a preliminary list of factors

(scaling literature).

d. Develop the interview instrument.

A\ 4

23 unique organizations from 12 different
sectors and 4 academic specialists.

e A content analysis (open coding,
categorization, and abstraction) was
conducted using NVIVO 12.

e The above generated pool of 15 blockchain
adoption factors and three sub-factors
categorized according to the three TOE
contexts.

Study 2 - Quantitative Survey - Pilot Study

e The survey instrument was developed.

e To test the survey instrument’s functionality,
the response rate and the reliability of the
questions were tested with 14 blockchain
subject matter experts.

A 4

KStudy 2 — Quantitative Survey - Data Collection\

e Atotal of 54 items, using 7-point Likert
scales, were finalized for the survey.

e Intotal, 570 individuals from 41
organizations in North America received the
survey:

o 194 completed the questionnaires.
o 146 reliable responses remained.

N J

A 4

K Study 2 — Quantitative Survey - Data Analysis \

e The scale items were purified to ensure
reliability and validity.

e An exploratory factor analysis was
conducted.

e To validate the hypothesized relationships
Structural Equation Modelling (PLS-SEM)

K was used. J

Figure 1 — Mixed Methodology Overview
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2.1 Study 1 - Qualitative Method - Exploratory Multiple-Case Study
The following section outlines the qualitative method used for Study 1. It presents the study’s
design, participant involved for data collection, data analysis and results.

2.1.1 Design

To identify the adoption factors for blockchain technology, this research embraced an
exploratory multiple-case study research design, which allows for the exploration of unexplored
themes (Yin, 2014). Data was collected by conducting semi-structured interviews for an in-depth
examination of the drivers and barriers for blockchain technology. Cases were purposefully
selected for their market position and popularity (Miles & Huberman, 1994). Interviews were
conducted between January — March 2019 and were done in person or using a virtual method such
as Skype, for an average duration of 50 minutes. Interview questions were relatively structured,
concentrating on blockchain technology’s strategies, practices, benefits, and challenges using
principles elaborated and described by previous research (Hughes et al., 2019; Casino, Dasaklis,
& Patsakis, 2019). The interview instrument (see Appendix D) consisted of 9 demographic
questions and 16 questions inquiring directly or indirectly about the adoption factors. Finally, to
create a record of the data, an audio recording device and a transcription application (Otter.ai) were

used.

2.1.2 Participants

The sample consisted of a variety of North American organizations. The goal was to cover
multiple industries and speak with several different types of organizations to achieve a truly
comprehensive view. The sample consisted of blockchain start-ups, blockchain service providers,
financial organizations, governmental entities at multiple levels, consulting firms, and large
technology providers. The sampled organizations were in varying stages of their blockchain
development including: those who have adopted, those considering adoption, and those who have
not adopted. The one caveat for this sample is the organization must have at least considered
blockchain technology as a possibility or in the case of blockchain service providers and consulting
firms, have helped their clients understand and/or implement it. A total of 25 interviews were

conducted with 23 unique organizations from 12 different sectors. Convenience sampling was the
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method employed to select the interviewees. The details of each case are summarized in Appendix
A.

2.1.3 Data Analysis and Results

To analyze the textual data, a content analysis was conducted using NVIVO 12. Content
analysis is well suited for the analysis of written, verbal or visual communications and it can be
used to derive related categories from raw data (Elo & Kyngas, 2008; Cole, 1988). Therefore, it is
well suited for the analysis needs of this Study 1. Elo & Kyngdas (2008) outlined three general
phases to conduct content analysis which are used for Study 1: preparation (including the analytic
process), organization, and reporting. First comes preparation, which first involves selecting the
unit of analysis (Asghar, Cang, & Yu, 2018). The unit of analysis for Study 1 was the whole
interview. In addition, as preparatory work, a cross validation was conducted by listening to
recordings and comparing interview transcriptions to ensure accuracy, correct any errors, and clean
the data. A final preparatory step was to define what is meant by an ‘adoption factor’, so it is clear
before analysis. Next, with clean data the analytic process was started. According to Braun &
Clarke (2006), the analytic process involves open coding, categorization, and abstraction. As such,
the textual data was read multiple times to identify mentions of an adoption factor.

The whole data set was read twice and the main notes for initial ideas were taken at this stage.
As many potential codes as possible were documented. Mentions of an adoption factor were
highlighted, coded, and organized within NVIVO 12. Once all textual data was analyzed, the list
of adoption factors were organized according to similarity and synthesized into well-defined
categories and subcategories. Irrelevant codes were discarded. After several revisions of the
themes in relation to the collected data, an exploratory framework was produced (see Appendix
C). The categories represent the variables in the exploratory framework, which represent
blockchains’ adoption drivers and barriers. Table 3 outlines the results, defines the factors,
provides quotes representative of the factors, includes a count of the times they were mentioned in

the transcripts and gives the relative TOE context.
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No. | Name Definition Quote No TOE
Context
1 Perceived The perceived ‘So, for supply chain where you're going | 47 T
Data Quality attractive from producer through a whole bunch of
characteristics of the intermediaries and value-added steps to a
information systems final product, you can use that to make
output, such as sure that everything is documented
quality, accuracy, through the entire process and then that
completeness, documentation cannot be undone or
availability and fabricated that's very powerful...
timeliness (Cheng, Also more auditable in that you can have
2014; DelLone & a completely non-repudiable chain that
McLean, 1992; links transaction a to transaction b to
Daradkeh, 2018). transaction c, ... Tamper resistant data
structure is fundamental to the value
because you need to have the assurance
that people simply cannot create tokens
on the system that do not are not
grounded in the system... Certainly,
removing a single point of failure is true
because you don't want a system that
runs the global financial world, which is
ever going to fail’.
2 Perceived The extent to which Perceived Financial Cost 40 T
Financial Cost an organization ‘I would say the main the primary
perceives the inhibitor is the cost and infrastructure
Perceived implementation and related to blockchain related to most
Revenue use of a new applications...Ultimately, the cost related
Cannibalization | technology to be to building these blockchain networks is
— Sub-Factor — | financially and pretty high. So, the problem that creates
A specific psychologically costly | is with high cost creates, you have to
instance of a (Park, Kim, & Kwon | solve a big enough problem to merit that
financial cost. 2016; Tung, Chang, cost investment’.
& Chou, 2008)
Perceived Revenue Cannibalization
The current research ‘Why would I invest in something if it's
defines Perceived going to disrupt an existing revenue
Revenue model or business that I have?’.
Cannibalization as the
perception that
adopting the new
technology will result
in a reduction or loss
of an existing revenue
stream.
3 Perceived Perceptions that use ‘Efficiency is the number one. And | 30 T
Functional of the new technology | think the enablement of some use cases
Benefits will increase one’s that just aren't possible in the world of

job performance by
making tasks more
efficient
(Rauschnabel, He, &
Ro, 2018; Davis,
1989).

traditional technologies’.
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scale and cope with
an increased or
growing workload
(Weinstock &
Goodenough 2006;
Tomés et al., 2018).

The present research
extends this definition
to include three

throughput necessary to process financial
services transactions, seven transactions
a second, and an update of the of the
ledger every 10 minutes like in Bitcoin is
a non-starter in 99.9% of all use cases
inside a big bank like ours’.

No. | Name Definition Quote No TOE
Context
The current research
extends this definition
to include perceptions
that the new
technology will
increase overall
organizational
efficiency.
4 Perceived The perceived degree | ‘It's complex. This is something new, it's | 24 T
Complexity of difficulty related to | foreign to people and behaves entirely
understanding or differently than traditional technologies
making use of anew | and their eyes glaze over with the
technology (Alomari, | complexity associated with cryptography
Woods, & Sandhu, and hashing and immutability, and all
2012; Rogers, 1995). | those kinds of new concepts related to
blockchain’.
5 Perceived The perceived risk of | ‘Privacy is another big reason why 18 T
Information negative personal people don't want to implement this or
Privacy Risk information why it's slow down...In certain business
disclosure resulting situations people don't want to share all
from using a new data with each other and sometimes they
technology (Dong, don't even want to share, they want to
Chang, Wang, & Yan, | share data with one party but not with
2017; Yin, Liu, & another one so privacy is a big issue’.
Lin, 2015).
6 Perceived Perceptions of ‘Another one would be until the tooling 18 T
Technological uncertainty regarding | and the actual underlying technologies
Volatility a technology’s rate of | mentioned, get to another point of
change in refinement there's too much, forking
specifications or there's too much variation. So, there's the
improvement’s risk of investing in one particular
(Mishra, Konana, & direction of a blockchain. And then the
Barua, 2007). risk of that specific technology, end up
being end of life or outdated, and
The current research replaced by something else’.
extends this definition
to include perceptions
that the technology is
expected to
experience recurrent
changes or experience
rapid innovation.
7 Perceived The perception of a “Things like public permission less 17 T
Scalability system’s ability to blockchains just don't have the
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No.

Name

Definition

Quote

No

TOE
Context

scalability attributes
for blockchain
technology; the
volume of data, the
transaction rate
(throughput), and
latency (transaction
speed) (Koteska,
Karafiloski, &
Mishev, 2017)

Perceived
Interoperability

Perceptions of the
ability for separate
technological

systems to
communicate
information with each
other, operate with
that information, and
otherwise cooperate
(Gordon & Catalini,
2018; Naudet, Latour,
Guedria, & Chen,
2010).

‘The infrastructure of the organization’s
kind of information technology and
information management environment
hasn’t been built in such a way to kind of
readily integrate that type of solution into
the environment’.

14

Perceived
Security Risk

Perceived
Identity
Management
Complexity —
Sub-Factor — A
specific
instance of a
perceived
security risk.

Organizational
perceptions
surrounding the risk
of the new technology
with respect to safety
and security of the
organization’s
information
technology (Raut,
Priyadarshinee,
Gardas, & Jha, 2018).

This includes the
perception of loss due
to fraud or a
malicious actor
hacking the system
compromising its
security (Naicker &
Van Der Merwe,
2018).

The present research
defines Identity
Management
Complexity as the
perceived security
risk associated with
the difficulty of
managing digital

Perceived Security Risk

“The technology is irrelevant to humans
if it can’t be used effectively and we are
not designed to remember 256 bits of
gibberish. So, we forget our keys, if you
forget your keys, your information is lost
forever but if I can remember your key
for you, well then, | can pretend to be
you. So, it is not obvious how to
remediate that problem’.

Identity Management Complexity — Sub-
Theme

‘The challenge is that to have a pure play
blockchain implementation like the kind
I envision with whereby every individual
will control their own identity through
their identity management software or
wallet, that's impractical today because
most people don't have identity
management tools that they use’.

11
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No.

Name

Definition

Quote

No

TOE
Context

identities for the new
technology.

10

Perceived Lack
of
Technological
Knowledge

The perceived
specialized
knowledge and skills
needed to use the
technology being
adopted (Lin & Lin,
2008; Lee & Shim,
2007; Thong, 1999).

The current research
extends this definition
to reflect a lack of
knowledge, therefore
defining Perceived
Lack of
Technological
Knowledge as
perceptions regarding
the lack of specialized
knowledge and skills
needed to use the
technology being
adopted.

‘I would start with number one the most
important | think is a lack of
understanding of the technology across
the enterprise level and an executive
level. That it's not an understood
technology and its potential in terms of
how you can turn it into a practical tool
for the organization’.

33

11

Perceived Risk

Perceived
Tokenization
Risk — Sub-
Factor — A
specific
instance of a
perceived risk.

The perceived
possible damages or
losses resulting from
a technological
investment (Raut et
al., 2018).

The present research
defines Perceived
Tokenization Risk as
perceptions of
enhanced risk
resulting from
operating with
tokenized assets or
cryptocurrencies.

Perceived Risk

“You always try to get multiple
perspectives to be able to cover off those
risks that you may not see. Anyone
within the industry that says a distributed
network inherently has no risks is on a
false premise, right? But there hasn't
been a lot of work to identify what are
the operational risks associated with
creating a distributed network.
Something as simple as upgradeability on
a block chain network? Who decides how
to upgrade? How much backward
compatibility do you consider as part of
that block chain network, because not all
your partners would be as sophisticated
as the lowest common denominator... we
always talk about malicious nodes from
the perspective of hacking but what if
there was a node who just refused to
upgrade and just kept the network within
stasis’.

Perceived Tokenization Risk

‘I see a lot of companies that have gone
down the tokenization road and | think
there's going to be a lot of corpses there,
that are going to cause the casual

32
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No. | Name Definition Quote No TOE
Context
observer of blockchain to be quite wary
of the technology’.
12 | Shared The present research ‘I think another issue that we're seeing 29 O
Governance defines Shared which is impeding projects from going
Governance as the further into production would be coming
difficulty of up with proper governance frameworks
establishing a shared | or governance models around the system.
governance structure | So, if you're sharing a ledger between
for the operation and | different participants. How is the ledger
management of a new | being managed today? How's it going to
technology solution. be managed going forward. Is there an
owner or different people owning it, how
are decisions made so there's a lot of
factors that you need to get people
aligned on I guess before you enter into
some sort of consortium or agreement to
share certain processes on a ledger... It's
very difficult to get different business
leaders to sit down around a table and
agree on how data is going to be shared
and manage between them’.
13 | Perceived Perceived uncertainty | ‘If there's ambiguity and uncertainty with | 41 E
Regulatory or a lack of clarity regards to taking on an initiative that may
Uncertainty regarding the legal require changes downstream based on
and regulatory status | changes in legislation regulation, chances
for the use of a new are, the initiative will not get the right
technology business case to move forward. Right,
(Abramova & Bohme, | because there's no certainty there from a
2016). business case perspective’.
14 | Perceived Perceived ‘I think definitely it will be would be 30 E

Standardization
Uncertainty

standardization is
defined as the
perceived existence
and degree of
consistency of
standards for the
technology within and
across industries
(Lacity, 2018; Jang,
2010).

The current research
extends this definition
to incorporate
uncertainty:

perceived uncertainty
regarding the
existence and degree
of consistency of
standards for the
technology within and
across industries.

kind of, like, a hindrance on adoption of
blockchain technology, especially
because I think really, the potential lies in
the ability to kind of share information
across multiple different parties and if
there's no kind of standard around that,
then I'm not sure you can really, how
much you can realize that potential’.
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No. | Name Definition Quote No TOE
Context
15 | Perceived The research at hand ‘One of the areas we feel that there's a 17 E
Network defines Perceived real value for blockchain is dealing with
Enhancement Network cross jurisdictional governance between
Enhancement as the provincial municipal and federal
perceptions the levels...to streamline that business
technology being process and those integration points in
adopted can improve | those relationships. So, | think we see
the quality of blockchain and being a very viable,
existing, internal or logical technology that's going to be part
external, networks or | of the continued evolution of building
can create new those digital integrations with external
networks. agencies or organizations of the city
where we do business with them’.

Table 3 - Organization-Level Blockchain Adoption Factors

As a reliability and validity check for the content analysis, an intra-rater reliability assessment
was conducted. To do so, 25% of the transcripts were randomly chosen and re-coded using a
second user account. The results of the original coding and the re-coding were very similar. As
such, the results are determined to be robust.

2.2 Study 2 - Quantitative Method - Survey

The following section provides a detailed description of the quantitative methodology used for
Study 2. It begins with hypothesis development, which is followed by scale development, data
collection, and data analysis. Regarding the constructs identified in Study 1, seven constructs had
robust scales, passed the pilot study (discussed in section 2.2.3), and had high novelty for the
blockchain technology adoption literature. These constructs were perceived data quality,
perceived technological volatility, perceived interoperability, perceived lack of technological
knowledge, perceived regulatory uncertainty, perceived standardization uncertainty, and
perceived network enhancement. The constructs removed due to the pilot study, scale development
and/or insufficient novelty are perceived financial cost, perceived revenue cannibalization,
perceived information privacy risk, perceived functional benefit, perceived complexity, perceived
scalability, perceived security risk, perceived identity management complexity, perceived risk,

tokenization risk, and shared governance.

Three related control variables were considered for the cross-sectional variations for
blockchain technology adoption. First, as the importance of collecting and analyzing data may

vary by industry, the organization’s industry was included as a control. Second, variability may
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exist in the results due to the organization’s size, as larger firms often have access to more
resources (Chen et al., 2014). As such, organization size was included as a control and was
operationalized as the number of firm employees. Third, firm performance was included as a
control due to the possibility of the respondents’ subjective interpretation of the impact of data on

the firm (Tomas et al., 2018). The preliminary model is depicted in Figure 2.
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2.2.1 Hypothesis Development
The following section presents the theoretical rational and proposed hypotheses for each of the

seven constructs from Study 1.

2.2.1.1 Perceived Data Quality

Perceived data quality was the most frequently mentioned adoption factor, across all TOE
contexts, among the interviewees. Perceived data quality refers to the perceived attractive
characteristics of the information systems output, such as quality, accuracy, completeness,
availability and timeliness (Cheng, 2014; DeLone & McLean, 1992; Daradkeh, 2018) and has been
considered an important antecedent of technology adoption (Hsieh & Lin, 2018; Demoulin &
Coussement, 2018; Aparicio, Oliveira, Bacao & Painho, 2019). Aparicio et al., 2019 and Hsieh &
Lin (2018) hypothesized a direct positive relationship between data/information quality and their
dependent variables; use and intention to use, respectively. The latter found a significant positive
relationship while the former did not. Demoulin & Coussement (2018) broke down their
data/information quality construct into six sub-factors and hypothesized indirect positive
relationships of the six sub factors on usage intention. All were found to be significant. In addition
to previous research analyzing perceived data quality (or highly related factors such as information
quality) for technology other than blockchain, Study 1 of this research and one other blockchain
study (Altaei et al., 2019) have, based on interview data, identified data quality as an influential
factor. Furthermore, Hoxha & Sadiku (2019) studied the adoption of blockchain technology with
several constructs similar to data quality and found that transparency, composed of data
availability, reduction of information asymmetry, and easy verification of transactions, was a
significant explanatory factor for adoption. It is blockchain technology’s ability to provide tamper-
evident data, reduce single-points-of-failure, achieve a single version of the truth and enhance
auditability that increases the quality, accuracy, completeness, availability and usability of an
organization’s data (Narayanan et al., 2016; Makhdoom et al., 2019; Wang et al., 2019b). To verify
the positive relationships analyzed in prior research and to verify the relationship identified in this
research, it is hypothesized that the higher the perceptions of data quality, the higher the
behavioural intention to adopt blockchain technology. Formally:

H1 — Perceived data quality is positively associated with organizational blockchain technology

adoption.
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2.2.1.2 Perceived Technological Volatility

Perceived technological volatility is characterized as perceptions of uncertainty regarding a
technology’s rate of change in specifications or improvements (Mishra et al., 2007). The current
research extends this definition to include perceptions that the technology is expected to experience
recurrent changes or experience rapid innovation. Although blockchain has been around since
2008 (Nakamoto, 2008), it is still relatively immature (Moezkarimi et al., 2019). It is still being
rapidly developed, improved, and changed to incorporate new features. A standardized
implementation methodology has not been developed to guide organizations with their new
blockchain ventures. Novel blockchain solutions are created frequently and others are discontinued
creating a diverse and ever changing set of platforms (Moezkarimi et al., 2019). Even the most
stable blockchain implementations need to make changes, update their standards, modify their
rules and/or implement new protocols. These changes can result in a hard or soft fork (Narayanan
et al., 2016) and other operational changes in the network, which could have negative security and
development implications. Frequent changes, developments and updates create technological
volatility. Another word used in place of technological volatility is technical turbulence. Volatility
or turbulence can create a sense of uncertainty, is disruptive to operations, and creates unstable
environments (Martin, Javalgi, & Ciravegna, 2020). Uncertainty in the mind of potential
organizational adopters may therefore hinder adoption. Those interviewed in Study 1 of this
research were concerned that an investment in one direction (being either an existing blockchain
platform or a specific development direction) may result in unnecessary risk if the technological
direction ends up being end of life, outdated, and/or replaced by something else. Organizations
prefer to avoid unnecessary risk, wasted resources, and re-work and therefore avoid technological
volatility. Accordingly, this research hypothesizes that the higher the perceptions of technological

volatility, the lower the behavioural intention to adopt blockchain technology. Formally:

H2 — Perceived technological volatility is negatively associated with organizational blockchain

technology adoption.

2.2.1.3 Perceived Interoperability
Perceived interoperability refers to perceptions of the ability for separate technological
systems to communicate information with each other, operate with that information, and otherwise

cooperate (Gordon & Catalini, 2018; Naudet et al., 2010). The adoption of blockchain technology,
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depending on the organization, stipulates the choice and deployment of interphases and standards
to ensure interoperability with the existing technological infrastructure. This may be a complex
undertaking, however the more interoperable an organization perceives its current technological
infrastructure to be, the more capable they will believe themselves to be to introduce new
technology. Ranganathan, Teo, & Dhaliwal (2011) found that interoperability had a direct positive
relationship with the extent of web-enabled supply chain management systems use. In addition,
Chau & Tam (1997) found a positive relationship between perceived importance of
interoperability and the adoption of open systems, highlighting the significance of this construct
for organizational adoption of technology. In line with prior research, this research hypothesizes
that the higher the perceptions of interoperability, the higher the behavioural intention to adopt

blockchain technology. Formally:

H3 - Perceived interoperability is positively associated with organizational adoption of blockchain

technology.

2.2.1.4 Perceived Lack of Technological Knowledge

Perceived technological knowledge can be defined as the perceived specialized knowledge and
skills needed to use the technology being adopted (Lin & Lin, 2008; Lee & Shim, 2007; Thong,
1999). The current research extends this definition to reflect a lack of knowledge, therefore
defining perceived lack of technological knowledge as perceptions regarding the lack of
specialized knowledge and skills needed to use the technology being adopted. Thong (1999)
studied the adoption of information systems (1S) for small businesses and noted obstacles exist
when attempting to develop the skills and knowledge necessary to adopt IS, which can cause
organizations to postpone their adoption until enough expertise is gained. Thong (1999) theorized
that if an organization already has the necessary knowledge and skills, they will be more willing
to adopt and if they are lacking the knowledge and skills, they were less likely. Thong (1999)
hypothesized a positive relationship between employee IS knowledge and likelihood of adoption,
however, the focus was the presence of knowledge, not the lack of knowledge. The research at
hand is analyzing the lack of knowledge in relation to blockchain adoption, and therefore is
hypothesizing a different relationship. Kuan & Chau (2001) found that that electronic data
interchange (EDI) adopter firms had a better (higher) perception of their internal technical

competence and non-adopter firms perceived themselves to have a lack of technological
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competence (Kuan & Chau, 2001). This is indicative of a negative relationship (the higher the lack
of knowledge, the lower the intention to adopt) between a lack of technological knowledge and
intention to adopt. In addition, some studies investigating blockchain adoption, including Study 1
from this research, has identified a lack of blockchain skills or expertise as hindering adoption
(Altaei et al., 2019; Li et al., 2019b). To fully realize the benefits of blockchain technology and
avoid costly mistakes, a full understanding of the technology is a prerequisite to adoption. To gain
a full understanding of blockchain technology, a certain level of technological knowledge is
required. With these arguments in mind this research hypothesizes that the higher the perceptions
of a lack of technological knowledge, the lower the behavioural intention to adoption blockchain

technology. Formally:

H4 - Perceived lack of technological knowledge is negatively associated with organizational

adoption of blockchain technology.

2.2.1.5 Perceived Regulatory Uncertainty

Perceived regulatory uncertainty was found to be the most influential factor within the
environmental context from our interviewees. Perceived regulatory uncertainty is characterized
as a perceived lack of clarity regarding the legal and regulatory status for the use of a new
technology (Abramova & Bohme, 2016). A review of the technological adoption literature has
revealed several studies that have considered the regulatory environment, but in much different
ways than is needed for blockchain technology. For example, Zhu & Kraemer (2005), Xu et al.,
(2004), and Zhu, Kraemer, & Xu (2006) all used a regulation construct in their studies (regulatory
support, and regulatory environment and regulatory environment, respectively), but they were
described as the support the regulatory environment can give for the adoption or use of a
technology. This would assume that a robust regulatory framework is already in place or that there
is clear information as to the direction of the developing regulatory framework. With blockchain
technology, it would seem that this is not the case. When Wong et al. (2019) hypothesized that
regulatory support would positively influence behavioural intention to adopt blockchain
technology; the findings were insignificant. Wong et al. (2019) concluded blockchain technology
is in its infancy and regulations that would support adoption have not been developed. This is
further supported by additional blockchain research (Lacity, 2018; Altaei, et al., 2018).

Organizations are uncertain if future regulations will result in the termination of their blockchain
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solution. For example, the General Data Protection Regulations (GDPR), and the right to be
forgotten (European Commission, n.d; Bhaimia, 2018), considers the hash of personally
identifiable information (PII) to be PII. If the hash of PIl is considered PIl and an organization is
using a blockchain solution, they may be forced to abolish the blockchain, depending on the
implementation, if similar privacy focused regulations extend to their native country. This is
because the data contained within a blockchain is append-only, meaning once data has been input
to a blockchain it cannot be easily erased (Yaga et al., 2018). Accordingly, this research
hypothesizes that the higher the perceptions of regulatory uncertainty, the lower the behavioural

intention to adopt blockchain technology. Formally:

H5 - Perceived regulatory uncertainty is negatively associated with organizational adoption of

blockchain technology.

2.2.1.6 Perceived Standardization Uncertainty

Perceived standardization refers to perceptions of the existence and degree of consistency of
standards, for the technology being adopted, within and across industries (Lacity, 2018; Jang,
2010). The current research extends this definition to incorporate uncertainty and, therefore,
defines perceived standardization uncertainty as perceptions of uncertainty regarding the
existence and degree of consistency of standards for the technology within and across industries.
Similar to perceived regulatory uncertainty, an examination of the technological adoption
literature has revealed research that have considered technological standardization (Jang, 2010;
Norton, Rodriguez, Shortell, & Lewis, 2019) but in a different way than is needed for blockchain
technology. For example, Norton et al. (2019) found that the hospitals with more standardized
electronic health records, were more likely to adopt new health care information technology;
showing that the presence of standards positively influences adoption. However, with blockchain
technology standards have not been developed (Lacity, 2018; Van Hoek, 2019). In fact, Yang
(2019) empirically validated that a blockchain future improvement incorporating standardization
and platform development is positively associated with intention to use, showing a current lack of
standards and that developing them will push adoption. A consequence of no standards is
uncertainty, which can result in organizations taking it upon themselves to develop and use their
own standards. If a multitude of organizations are developing their own standards, the result is

fragmentation. This can make proper coordination and interoperability difficult for future
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endeavours. Many blockchain solutions rely on the coordination of several organizational actors
within an industry and if they are all following different standards, proper integration will be
difficult. This presents an inherent risk that developing a blockchain solution now and without
clarity regarding standards may dictate significant re-work to ensure compliance. Aligned with the
presented theorizing, this research hypothesizes that the higher the perceptions of standardization

uncertainty, the lower the behavioural intention to adopt blockchain technology. Formally:

H6 - Perceived standardization uncertainty is negatively associated with organizational adoption

of blockchain technology.

2.2.1.7 Perceived Network Enhancement

The research at hand defines perceived network enhancement as perceptions that the
technology being adopted can improve the quality of existing, internal or external, networks or can
create new networks. Blockchain technology has several properties with the ability to enhance
networks. Blockchains are tamper-evident data structures, which improve data integrity
(Narayanan et al., 2016; Hughes et al., 2019) which, in turn, enhances the quality of data within
business networks and thus, the network itself. Blockchains can also provide enhanced
transparency (Narayanan et al., 2016; Hughes et al., 2019), which can facilitate increased trust
within a network, which improves the network. Finally, every organization within a network,
operating with blockchain as their data backbone, shares a single data repository (the chain) and
interface, making blockchain technology the logical glue connecting the network. Organizations
are aware of the network enhancing properties of blockchain technology and, as a result, perceived
network enhancement was a predominant factor mentioned by our interviewees. Being that
blockchain technology is capable of enhancing networks and that organizations perceive this
ability to be true, this research hypothesizes that the higher the perceptions of network

enhancement, the higher the intention to adopt blockchain technology. Formally:

H7 — Perceived network enhancement is positively associated with organizational adoption of
blockchain technology.

2.2.2 Scale Development/Design
In this research, previously validated instruments were used for all scale items (See Table 4

for information regarding the scales including where they were adopted/adapted from) except for
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perceived technological volatility, as validated scale items were not located. Existing scale items
were either adopted, adapted or inspired from. Following Moore & Benbasat's (1991) process,
perceived technological volatility was developed as a reflective construct to be congruent with the
other reflective constructs in the model.

2.2.3 Data Collection

A pilot study was conducted with 14 blockchain subject matter experts who had no role in
Study 1. The participants were all employees of a blockchain start up company focused on
developing blockchain solutions in North America. They were all knowledgeable about and
experienced with the adoption/development of blockchain applications and therefore suitable for
the pilot test. After amending the instrument based on feedback from the pilot study, a list of 71
organizations ranging from start-ups to large organizations across a multitude of industry
classifications (e.g., financial, health care, public services) in North America were identified for

survey distribution. Convenience sampling was employed to identify the organizations.

Each organization was contacted to ensure they were considering adopting blockchain
technology. After verifying they were potential users or were experts with blockchain technology
(such as blockchain service providers or consultants), they were invited to participate in our
research and a link to the survey was sent to them by email. To do so, e-mails were sent asking
employees to complete the survey and included a link to the questionnaire for online completion.
The survey remained open from the beginning of April to the end of August 2019. In total, 570
employees received the survey, 194 completed it and 146 responses were reliable to be used for
analysis. A snowballing sampling method was used to obtain employee responses. Specifically,
the individuals from the sample in Study 1 were asked to complete the survey themselves and to
have several of their employees, knowledgeable about blockchain technology, to also complete it.
Appendix B outlines the demographics of the sample used in Study 2 and Appendix E provides

the survey instrument.

To determine whether non-response bias was present, this research followed Armstrong &
Overton's (1977) guidelines. The demographic and main variable responses (adoption factors) of
early and late participants were compared. The findings indicated no significant differences

between the early and late respondents. Hence, non-response bias did not affect this research.
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2.2.4 Data Analysis and Results

Study 2 used PLS-SEM for analysis, specifically SmartPLS version 3.2.8. The rational for this
selection is that PLS-SEM is made to maximize the total variance explained (R2) by the latent
variables, making its core goal to predict target constructs (Hair, Ringle, & Sarstedt, 2011). This
is congruent with the objective of this research: predicting the factors influencing the adoption of
blockchain technology and systematizing them into a theoretical framework. PLS-SEM is
dissimilar to the covariance SEM techniques, which surround both exploration and theory testing
and confirmation, further supporting this selection.

In terms of reporting and conducting PLS-SEM, the research at hand mirrored the standard
evaluation guidelines indicated by Hair, Hult, Ringle, Sarstedt & Thiele (2017) and Hair et al.
(2017b). As recommended, the analysis was performed in two stages: first, the measurement model

and second, the structural model.

Additionally, when using self-reported data, the possibility for common method bias arises.
Common method bias can be described as variance that is imputable to a measurement method as
opposed to the factors the measures signify. To test for common method bias, Harman's one factor
test was used as recommended by Podsakoff, MacKenzie Lee, & Podsakoff, (2003). The results
indicate multiple factors and that these factors, combined, explain <50% of the total variance. This
verifies that no considerable common methods bias exists (Suh, Kim, & Suh, 2011). Therefore,

common method bias is not a concern for this research.

2.2.4.1 Measurement Model

The initial model included organization size, firm performance, and industry classification as
control variables. When organization size and industry classification are removed, the effect on
the variance described in the outcome variable (t-values ranged from 0.2 to 1.4) was marginal, if
any. Therefore organization size and industry were removed from the model. The measurement
model was tested to confirm the constructs had adequate reliability and validity. Reliability was
measured by means of internal consistency scores determined by the construct’s composite
reliability score (CR) and Cronbach’s alpha (a). Internal consistency scores are acceptable if they
surpass the 0.70 threshold (Hair et al., 2017Db). Factor loadings were also assessed and must surpass
0.50. Validity was assessed based on the convergent and discriminant validity, measured as the
average variance extracted (AVE) and Heterotrait-Monotrait Ratio (HTMT) (Henseler, Ringle, &
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Sarstedt, 2015; Hair, Sarstedt, & Ringle, 2019), respectively. The AVE is acceptable if it is greater
than 0.50 and the HTMT ratios are acceptable if they fall below 0.90. Some construct statements
with lower factor loadings were removed, resulting in an improved model. The full construct scale
items can be found in the survey instrument in Appendix E. Table 4 shows the measurement model

results. The HTMT ratios are also shown below in Table 5.

Instrument Items
Behavioral Intention to Adopt Blockchain Technology (BI) — Loadings | a CR AVE
Adopted from Venkatesh et al. (2003)
BI1: Our organization will use blockchain technology on a regular | 0.962
basis in the future.
BI2: Our organization will use blockchain technology or a similar type | 0.978 0.949 | 0.967 0.907
of system for requests (transactions or other processing requirements).
BI13: Our organization plans to use blockchain technology in the next | 0.916
year.
Regulatory Uncertainty (PRU) — Inspired from Abramova & Loadings | a CR AVE
Béhme, 2016 and Wong et al. (2019)
PRUL: Our organization is concerned that blockchain technology will | 0.940
result in compliance deficiencies.
PRU2: Our organization is concerned that blockchain technology will | 0.934 0.838 | 0.900 0.752
result in legal fines.
PRUS3: Blockchain technology will bring new regulations forcing new | 0.708
compliance considerations.
Perceived Data Quality (PDQ) —Adapted from DelLone & McLean | Loadings | a CR AVE
(1992) and Aparicio et al. (2019)
PDQI: Our organization will benefit from blockchain technology’s | 0.894
ability to reduce the risk of a single point of failure.
PDQ2: Our organization will benefit from blockchain technology’s | 0.941 0.949 | 0.961 0.830
tamper evident data structure.
PDQ3: Our organization will benefit from blockchain technology’s | 0.927
ability to provide a single version of the truth.
PDQ4: Blockchain technology will increase the efficiency of our | 0.888
organization’s ability to perform data reconciliation.
PDQ5: Blockchain technology will increase our organization’s data | 0.904
auditability.
Firm Performance (FP) — Adopted from Rhee, Park, & Lee (2010) Loadings | a CR AVE
FP1: In comparison with your major competitors over the past two | 0.866
years, your organization has a faster growth rate.
FP2: In comparison with your major competitors over the past two | 0.781 0.793 | 0.875 0.701
year, your organization has higher profitability.
FP3: In comparison with your major competitors over the past two | 0.863
years, your organization has become more efficient.
Perceived Interoperability (Pl) — Adapted from Ranganathan et al. | Loadings | a CR AVE
(2011)
P11: If we adopted blockchain technology, it would be compatible with | 0.883
our legacy systems.
P12: If we adopted blockchain technology, it would be compatible with | 0.810 0797 | 0.881 0.711
our legacy processes.
P13: If we adopted blockchain technology, it would be compatible with | 0.836
our legacy databases.
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Perceived Lack of Technological Knowledge (PLTK)- Adapted from | Loadings | a CR AVE
Lee & Shim (2007)
PLTKZX: Our organization has little knowledge about how blockchain | 0.900
technology could be used within our organization.
PLTK2: We do not have the technical knowledge and skills to start | 0.905 0.882 | 0.927 0.809
using blockchain technology.
PLTKS3: Our organization’s technology decision makers do not fully | 0.894
understand blockchain technology.

Perceived Network Enhancement (PNE) — Adapted from Forsman Loadings | a CR AVE
(2011)
PNE1: Blockchain technology can provide networking opportunities | 0.844
for our organization.
PNE2: Blockchain technology can create collaborative relationships | 0.930 0.899 | 0.929 0.767
for our organization.
PNE3: Blockchain technology can exploit new networks in our | 0.857
business environment.
PNE4: Blockchain technology can strengthen our organization’s | 0.870
existing networks.
Perceived Technological Volatility (PTV) - Developed scale Loadings | a CR AVE
PTV1: Our organization finds it difficult to make meaningful | 0.724
comparisons between different blockchains.
PTV2: Well-established blockchains cannot be trusted to remain stable. | 0797 0.707 | 0.836 0.630
PTV3: Blockchain technology is too immature for our organization.

0.855

Perceived Standardization Uncertainty (PSU) — Inspired from Yang | Loadings | a CR AVE
(2019
PSU1: Our organization is concerned blockchain technology standards | 0.784
are inconsistent across blockchain platforms.
PSU2: Our organization is concerned blockchain technology standards | 0.854 0.873 | 0.911 0.720
are not stable.
PSU3: Our organization is concerned our existing (internal) standards | 0.874
are not compatible with external blockchain standards.
PSU4: Our organization is concerned blockchain technology has | 0.880
poorly established standards.

Table 4 - Measurement Model - Note: AVE=Average Variance Extracted; a = Cronbach’s alpha; CR =
Composite Reliability. All measures used seven point scales where higher values indicate greater agreement or
higher evaluation.

Reviewing Table 4 shows that all constructs have good internal consistency. In addition,
as outlined in Table 5, all HTMT values fell below the threshold of 0.90. The AVG for all
constructs surpassed the correlations between any given construct and all other constructs. When
contrasting inter-construct correlations with the AVE, all constructs share a higher variance with
their own indicators than to the indicators of other constructs.

Bl FP PRU DQ Pl PLTK PNE PSU PTV
Bl
FP 0.547
PRU 0.392 0.119
DQ 0.569 0.682 | 0.305
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PLTK 0.68 0.294 | 0.537 0.37 0.332

PNE 0.422 0.553 | 0.238 0.833 | 0.213 0.226
PSU 0.378 0.147 | 0.634 0.158 | 0.161 0.415 0.112
PTV 0.692 0.239 | 0.628 0.4 0.205 0.674 0.346 0.694
Bl FP PRU DQ Pl PLTK PNE PSU PTV

Table 5 - Heterotrait - Monotrait Ratio

Further, the standardized root mean square residual (SRMR) did not indicate any concerns
regarding the model fit as it is near .08 (SRMR =0.085) (Hu & Bentler, 1999). In addition, when
latent variables with high levels of internal consistency are in the model, more attention should be
given to the model’s predictive relevance to be aligned with the casual-predictive goal of SEM-
PLS. Therefore, the relevance of prognoses (Q2) should be considered. To do so, the Stone-Geisser
criteria with a blindfolding procedure with an omission distance of 7 was used (Tenenhaus &
Hanafi, 2010). The results verify that the Q2 value (.562) is greater than zero indicating the model
has high predictive validity (Hair et al., 2017a; Henseler et al., 2015).

2.2.4.2 Structural Model
Once the measurement model has been assessed, the structural model is analyzed to test the
hypotheses. The PLS bootstrap resampling procedure, using an iteration of 1000 sub-samples
selected with replacement from the original sample, was used to ensure the stability of the model
and generate the percentile bootstrap P values. The R2 measure and the level of path coefficient
significance were used to evaluate the structural model. The results of the analysis are shown in

Figure 3. The results of the hypothesis testing are summarized in Table 6.

Hypothesis B P-value | t-values | Results

H1: Regulatory Uncertainty— Blockchain Adoption 0.046 0.548 0.601 Not Supported
H2: Data Quality— Blockchain Adoption 0.232 0.016 2421 Supported
H3: Lack of Technological Knowledge— Blockchain -0.302 0.000 4.365 Supported
Adoption

H4: Interoperability— Blockchain Adoption 0.216 0.000 3.643 Supported
H5: Network Enhancement— Blockchain Adoption -0.033 0.748 0.321 Not Supported
H6: Technological Volatility— Blockchain Adoption -0.281 0.000 4.180 Supported
H7: Standardization Uncertainty— Blockchain -0.036 0.653 0.449 Not Supported
Adoption

Table 6 - Hypothesis Results
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Figure 3 - PLS Structural Model with Path Coefficients
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2.2.5 Quantitative Results

The results show that perceived data quality and perceived interoperability had a significant
positive relationship to blockchain adoption (f = 0.232,t = 2.432, p < 0.016; p = 0.216, t = 3.643,
p < 0.000). Moreover, the results indicate that perceived technological volatility and perceived
lack of technological knowledge had a significant negative relationship to blockchain adoption (b
=-0.281, t = 4.180, p < 0.000; p = -0.302, t = 4.365, p < 0.000). Further, the control variable’s
(firm performance) relationship to blockchain adoption was significant (f = 0.184, t = 2.967, p <
0.003). Perceived regulatory uncertainty, perceived standardization uncertainty, and perceived
network enhancement were all found to be non-significant factors for blockchain technology
adoption (B =0.046, t=0.601, p < 0.548; p =-0.036, t = 0.449, p < 0.653; p =-0.033,t = 0.321, p
< 0.748). Overall, referring to the effect size of significant relationships, perceived lack of
technological knowledge had the largest effect, followed by perceived technological volatility and
perceived interoperability (f>= 0.156; f>= 0.116, f>= 0.114 respectively) indicating an effect size
falling in the range of small (0.15) (Cohen, 2013).
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Chapter 3 — Discussion
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The discussion of the results begins with a discussion of the blockchain adoption factors
empirically tested in Study 2. Then, it presents managerial insights for blockchain technology

development.

3.1 General Discussion

This research demonstrates blockchain technology adoption is primarily influenced by factors
within the technological and organizational contexts, which can be used as a foundation for
furthering blockchain adoption at the organizational level. The technological context is the most
influential with three of the four significant adoption factors. Perceived data quality,
interoperability and technological volatility were all found to have a significant influence on
adoption; two positive relationships and one negative, respectively. Having most of the significant
factors from the technological context suggests organizations are primarily focused on aspects of
the technology for blockchain adoption and to a lesser extent, are considering their organizational
or environmental context. The emphasis is on technological factors such as how blockchain can
enhance data quality, whether it will integrate with the existing technological infrastructure, and
how it is evolving. Moreover, although not as strong as the technological context, the
organizational context did have an influence on adoption; perceived lack of technological
knowledge was found to have a significant negative relationship. As it appears, the environmental
context does not currently appear to have a significant effect on blockchain technology adoption.
Perceived regulatory uncertainty, standardization uncertainty, and network enhancement were

found to have non-significant relationships to intention to adopt blockchain.

The results show perceived data quality as a significant positive factor influencing blockchain
technology adoption by organizations. This is consistent with prior empirical research regarding
emerging technology adoption (Hsieh & Lin, 2018; Demoulin & Coussement, 2018; Hoxha &
Sadiku, 2019). This result is also consistent with the findings of previous qualitative blockchain
studies (Altaei et al., 2018). Such a heavy emphasis on data quality is indicative of the importance
of organizational data when operating in today’s data-driven economy. Organizations are looking
to make better use of their data and blockchain is perceived as being able to support this goal.
Blockchain technology has several properties, such as the ability to reduce single-points of failure,
enhance auditability, achieve a single version of the truth, and provide tamper-evidence, capable

of enhancing the quality, completeness, accuracy and overall usability of an organization’s data
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(Hoxha & Sadiku, 2019; Narayanan et al., 2016; Makhdoom et al., 2019; Wang et al., 2019b).
Organizations are cognizant of these blockchain properties, which has resulted in data quality

being a significant driver for organizational adoption.

Perceived interoperability was also found to be a significant positive factor influencing
blockchain adoption. This confirms the role of interoperability in technology adoption found by
prior research; the more easily a new technology can be integrated with an organization’s existing
technology infrastructure, the more likely they are to adopt (Ranganathan et al., 2011; Chau &
Tam, 1997). In the context of blockchain technology, organizations perceive blockchain to be
highly interoperable with their existing technology infrastructure, that is, their systems, databases
and technological processes. This indicates an adopting organization would require minimal to no
changes to their legacy infrastructure, which reduces the cost and time to adopt and implement
blockchain technology. In addition, with high interoperability, organizations can more easily
integrate their own blockchain solution with that of a partner organization. Lower cost and time,
as well as being able to integrate solutions within the organization’s business network makes
perceived interoperability a significant driver for organizational adoption of blockchain
technology. One note is that from the qualitative interviews, some of the respondents, some of who
are actual adaptors, made claim that interoperability is a barrier. Yet, the respondents from our
survey, who have not adopted, perceive interoperability to be a driver. It is conceivable that
interoperability is perceived as a driver because the respondents have not actually attempted to

integrate a blockchain solution into their infrastructure. Reality may dictate a different story.

The technology context not only consists of drivers but also contains a barrier. Perceived
technological volatility was found to have a significant negative relationship to blockchain
adoption. This illustrates organizations perceive blockchain technology to be recurrently changing
and consistently evolving which, in turn, reduces their intention to adopt. The immaturity, rapid
evolution and the multitude of existing blockchain platforms has been noted in prior research
(Moezkarimi et al., 2019). Organizations would prefer to adopt blockchain technology when it has
gained more maturity, as they do not want to risk wasted resources or the possibility of re-work
resulting from developing or purchasing a solution today, that could be obsolete or outdated within
a short period. As it seems, for widespread blockchain adoption to occur, a non-volatile, mature
technology is needed. This makes perceived technological volatility a significant barrier hindering
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adoption. Additionally, a detailed review of the technology adoption literature has not revealed the
same, indicating the volatility of the technology is a novel aspect to reflect upon for technology

adoption.

Within the organizational context, perceived lack of technological knowledge was found to
have a significant negative relationship to blockchain adoption. The higher the perception of a lack
of technological knowledge, the lower the intention to adopt blockchain technology. This is in line
with Kuan & Chau’s (2001) finding that non-adopter firms believe they do not have the necessary
technical competence (knowledge) for adoption. It is also consistent with the findings of other
qualitative blockchain studies (Altaei et al., 2019; Li et al., 2019b). Organizations do not perceive
themselves as knowledgeable enough to use blockchain technology as of yet, and therefore are
reluctant to adopt it. A possible explanation is that blockchain technology is complex compared to
other technology, making it difficult to learn and fully understand (Hughes et al., 2019). Effective
adoption requires expertise for multiple different technologies such as cryptographic hash
functions, Merkle hash trees, digital signature cryptography, a distributed consensus mechanism,
transactions, blocks of hashed data, the ledger (chain of blocks), a network of nodes, and a
programming language (Narayanan et al.,, 2016). Most organizations have some level of
technological knowledge; nonetheless, blockchain stipulates a certain level of specialization. For
example, without a thorough understanding of cryptography (hash functions, digital signatures)
and/or database structures, it is unlikely a full understanding of blockchain technology can be
obtained. With a lack of the required technological knowledge, organizations will not know how
to properly develop or implement a blockchain solution. Therefore, they will have a low intention

to adopt, making a lack of technological knowledge a significant barrier to blockchain adoption.

Perceived regulatory uncertainty and perceived standardization uncertainty were also found
to be non-significant. The uncertainty caused by lack of regulations and/or standards appear to
have no influence on organizational adoption decisions for blockchain technology. One possible
rational is that the organizations truly serious about adopting are finding ways to circumvent the
current regulatory and standardization limitations to produce solutions. This was the case for the
three organizations Lacity (2018) studied; all three found methods to continue their blockchain
development despite the uncertainty regarding regulations and standards. It is also possible that

organizations believe they can influence or work with the regulatory bodies in a manner that would
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allow for their blockchain solution. If an organization is an early adopter, their blockchain
technology solution could set a precedence for standardization or regulations. Two of the
organizations Lacity (2018) studied took such an approach. Moreover, organizations may fear that
delaying their development could result in an opportunity loss of competitive advantage. In other
words, they fear the competitive advantage that could have been gained by adopting blockchain
will be lost if a competitor adopts first. Rather than wait for regulations or standards to be in place,
they will take the risk to be early adopters. In addition, the sample also crossed several sectors,
which have varying degrees of regulations and standards. Some respondents may not be
accustomed to operating with regulations and standards and therefore are not considering these
aspects for blockchain technology. Finally, organizations may attempt to predict the manner in
which regulations or standards will be developed to create a blockchain solution that is compatible
for them. For example, in the case of Pll, an organization can orchestrate their blockchain so what

goes on the chain is acceptable (not PII) from a regulatory perspective.

The impact of perceived network enhancement on blockchain adoption intention was found to
be non-significant in this research. As discussed in the hypothesis development, blockchain
technology has the potential to strengthen organizational networks in multiple way, making this a
surprising result. One possible explanation is that not every blockchain solution is meant to have
an effect on networks. If a potential adopting organization is looking to build a hybrid blockchain
that crosses multiple business networks, than one can expect an enhancement of that network.
However, a private internal blockchain may have little to no impact on networks. Another
explanation could be that network enhancement is by-product of other benefits. For example,
blockchain technology can provide enhanced transparency (Narayanan et al., 2016; Hughes et al.,
2019) which can facilitate increased trust within a network, which improves the network.
Therefore, blockchain would seem to directly effect trust, and indirectly enhance the network. This
would support the testing of a more complex model that includes trust as a moderating affect,
however, however the goal of the research at hand was to test direct relationships. In addition,
because the sample crosses multiple industries and considers organizations of varying sizes, some
organizations may consider network enhancement as a driver, while others do not see the
significance. For example, an organization operating in the supply-chain industry may see network

enhancing benefits while an organization in the financial industry may not. The same could be true
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for a large organization operating in a network of businesses when compared to a small

organization with a very small or no network.

3.2 Managerial Insights for Blockchain Technology Development

Among the data collected from the interviews in Study 1 were several additional insights
regarding blockchain technology development. The first insight shows which industries are
developing blockchain technology and what specific use cases they are working on. The second is
regarding critical cost and length factors for development, the third is concerning future directions.
This information is presented here to enhance organizational awareness and effectiveness in the

event they decide to adopt (develop or work with) blockchain technology in the future.

What industries are developing blockchain technology solutions and what are the specific use

cases they are working on?

A total of 14 different industries and over 45 unique use cases were recognized among the
interviewees. This includes the industries our sampled organizations operate in, provide services
for, or acknowledged. The use cases listed are either a work in progress, fully developed, being
investigated, and/or was previously investigated by themselves or others. Table 7 summarizes the

industries and use cases.

No. | Industry Use Cases
1 Healthcare and - Electronic Prescribing — Tagging, tracking, and recording of prescriptions
Pharmaceutical - Pharmaceutical Drug Tracking — Drug provenance

- Medical and Financial Guideline Automation - Reimbursement and
adjudication smart contracts

- Connecting Medical Practitioners and Medical Information — Doctors, nurses,
patients, pharmacists, government entities, and other health care practitioners
all sharing a common database

- Medical Record Management — Storage, access control, and verification

- Medical Consent Management — Storage and verification of granted and
revoked consent

- Community Governance — Distributed Consensus for creating and updating
rules and guidelines

2 Information - Social Credit/Commitment Scheme — Individuals make promises and are
Technology rewarded for keeping them. This earns them badges (tokens) which are
tradable

- Digital Identity Management and Authentication — Creation of a single digital
identity which is portable for the use of services

3 Public Services - Credentialing and Licencing — Creating, managing, regulating, enforcing, and
verifying credentials and licences (business licences, liquored licences,
restaurant licences, and city planning licences)

- ldentity Theft Reduction — Having credentials and licences stored on a
blockchain, attached to a digital identity, allows for identity theft to be
combatted more effectively.
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No. | Industry Use Cases
- Food Supply Chain Provenance — Tagging, tracking, and recording food from
source to destination for disease and contamination control
- Procurement Management —Tagging, tracking, and recording materials and
payments
- Lobbyist Registry — Recording and verification of lobbyist groups
- Book of Records for Public Disbursement and Management of Funds
(innovation funds, grants, and other public contributions)
- Book of Records for Land Registry, Health Cards, Marriage Licences, and
Tickets (traffic and other tickets)
- Immigration and Refugee Tracking
- Asset Tagging, Tracking, and Recording
- Digital Identity Management
- Digital Voting
- Social Services Management — Recording of fund distribution and activities
- Regulation-Technology (Reg-Tech) — A means of ensuring compliance with
regulations by recording and auditing activities
- Tenant Management — Records of occupancy and facilitation of payments
- Citizen Management
- Veteran Affairs Management
- Library and Archives Management
- Taxation — Recording, Auditing, and Facilitating Returns and Payments
4 Financial/ - Digital Payments and Cryptocurrencies — Cross border payments, long
Banking running transactions, smart contract automation for predictable and repeatable
transactions, and tokenization of currency
- International Remittances
- Stock and Bond Tokenization
- Post-Trade Settlement and Reconciliation
- Re-Engineering Commodity Financial Processes — Know Your Customer
(KYC) and Anti-Money Laundering (AML) regulatory compliance recording
and auditing
- Connecting Books of Records for Consumer Lending
- Asset Tagging, Tracking, and Recording — For information technology and
other assets
- Security Token Offerings — Raising capital
- Cryptocurrency Based Loyalty Reward System
5 Supply Chain - Asset Tagging, Tracking, and Recording — Shipping containers
and Logistics - Food Tagging, Tracking, and Recording — Providing provenance to aid
disease and contamination control
- Transaction Reconciliation and Settlement
6 Human - Talent Acquisition — Storing and managing academic, employment and other
Resources credentials on a blockchain for employer verification
7 Real Estate - Mortgage Applications and Transactions
- Combating Fraud
8 Energy - Micro Transactions of Electricity
- Electrical Disbursement Optimization and Efficiency Enhancement
9 Creative Arts - Book of Records for Digital Rights Management (music rights)
- Digital Time Stamping — Proof of authorship, action, or anything else which
requires irrefutable proof of ownership or creation (such as art ownership)
10 | Arms - Tokenization of Firearms for Enhanced Management and Control
11 | Insurance - Parametric Insurance Offerings
12 | Law - Storage and Verification of Wills and Testaments
- Storage and Verification of Patents
13 | Non-Profit - Secure Disbursement and Tracking of Charitable Funds
(Charity)
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No. | Industry Use Cases

14 | Luxury Goods - Tracking, Tagging, and Recording — Ensuring authenticity of the product to
combat fraud

15 | Social Media - Combating Fake News Using Blockchain’s Transparency and Distributed
Consensus

- Endorsement Platform for Job Candidates and Professionals
- User Rewards for Content Engagement for Brands

Table 7 — Industries and Use Cases

A window to the current blockchain development landscape provides executives with
valuable information when determining two important facets of organizational strategy: how can

blockchain support the organizational strategy and how will blockchain change the organizational
strategy?

Understanding how blockchain can support an organizational strategy is an important first
step for organizations considering an approach for blockchain development (Felin & Lakhani,
2018). Yet, before this can happen, one must understand what blockchain can do. Having
knowledge of the industries and use cases, as provided by Table 7, allows managers to know what
blockchain is capable of doing. It canvases the art of the possible. This is a critical first step to
understanding its applicability to the organization. If an organization is unaware of blockchain
technology’s capabilities, they will be unable to explore how it can support their strategy and
provide value.

Knowledge of the industries and use cases will also help organizations understand how
blockchain technology will influence their organizational strategy. With this information,
management can identify market opportunities, competitor positions, and disruption potential.

Organizations can answer important questions such as:

e Are we at risk of being disrupted?

e Are competitors or new entrants within our industry developing blockchain solutions?

e Are members of our supply chain or value chain innovating within the blockchain space?
o Are there collaborative opportunities to co-create value?

¢ Will one or more of these use cases provide value for our customers or us?

e Should we build or buy a solution?

For example, if an organization is traditionally a purchaser of technology, as opposed to a

developer, understanding the blockchain development landscape allows them to avoid re-inventing
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the wheel. In other words, time and other valuable resources can be saved by purchasing an existing
solution rather than learning and developing it on their own. In another scenario, the development
landscape may reveal use cases within one’s own industry, indicating a competitor or new
incumbent is innovating. This may signal a need to begin their own development or risk losing a
competitive advantage or market share. In addition, an organization may realize that no use cases
are being developed in their industry, demonstrating a new opportunity to create value. Whatever
the case, enhanced market transparency is valuable information for any organization considering
developing blockchain technology or attempting to remain competitive in the coming blockchain

era.
What factors are contributing to the cost and length of development?

The average cost across the interviewees was $1,409,590. The average length was 18
months. However, a significant amount of cost and length variability existed among the
interviewees. As such, a meticulous analysis was conducted to discover the factors responsible for
various cost and length structures among the sample. One note is that these factors are highly
interrelated and contextual, with factors influencing each other, and trade-offs exist. Table 8

outlines the cost and length factors.

No. | Factor Name | Breakdown

1 Approach Partnerships vs Internal Development

- Partnering with skilled blockchain solution providers, consultants, or external
organizations helps reduce development length and cost

- Developing internally without external support can increase the length and cost

2 Employees Skills/Knowledge

- Having current employees who are experienced and knowledgeable may decrease
the length and cost

- Training current employees or hiring the needed talent can increase length and cost

- Volunteer work or student internships may reduce cost

3 Organization | Size and Structure

- The number of validations, approvals, and clearances, following well-defined rules
and processes, needed to secure project resources and the freedom to operate can
increase the length and cost. With large organizations, that have a well-defined
structure, the project needs approval by several groups such as development,
security, enterprise architecture, quality assurance, operations which all have their
own set of rules and validations. This compounds the length and cost

- Start-ups and small-to-medium organizations have more options and agility. For
example, less approvals needed, or the founder, temporarily, not being paid. With
more options at hand, these organizations can reduce the length and cost

Current Level of Understanding of the Organization’s Processes and Infrastructure
- A deep understanding of an organization’s own processes and infrastructure can
reduce the length and cost of developing and integrating a blockchain solution, as
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No. | Factor Name | Breakdown
the organization will be aware of the solution’s impact on operations and how it
will fit with the organization
Adequacy of The Organization’s Current Technology Infrastructure
- Legacy infrastructure can be baggage, hindering the pace of implementation and
increasing the cost (through upgrades or additional integration costs)
Changing Business Models
- Transformational use cases may require a change in the organization’s business
model, which takes a significant amount planning and strategic thinking. This
drastically increases the development cost and length
Documentation
- The more complex the solution, the more difficulty documenting it, which
increases the length and cost
Limited Resources and Prioritization
- With limited resources and the novelty of blockchain, project prioritization can
slow the pace of development. For example, upgrading a legacy system may have
higher priority than developing a new blockchain system
Other Organizational Factors
- Turnover can increase length and cost
4 Complexity Number of Use Cases/Features/Functions
- More functionality adds length and cost
- Security considerations such as encryption can increase the length and cost
- ldentity management complexity and trust algorithms can increase the length and
cost
Number of Stakeholders
- The less stakeholders involved in the solution the less expensive and faster the
development
- Having more stakeholders increases the length and cost:
o Requires coordinated decision making such as establishing shared
governance.
o  All other length and cost factors described in this table are compounded
as per the number of stakeholders.
o Requires vetting of potential partnerships.
o Requires connection of the stakeholders, which requires application
programming interphases, user interphases, and system integration.
o Stakeholder resistance.
o  Geographical dispersion of stakeholders.
o Stakeholder industry considerations such as standards, laws, and
regulations
Application Integration
- Number of applications to integrate and number of application rules. More
applications and application rules result with longer and more costly development
- State of the application (legacy or modern). Legacy increases length and cost
5 Learning Blockchain Technology is Complex and Being Developed Rapidly, Making a Full

Understanding a Moving Target
- Having experience with and a full understanding of blockchain technology can
expedite development and lower costs
- Organizations without experience and a full understanding need to take time and
spend money to understand the risks, costs, and benefits of blockchain technology

60




No. | Factor Name | Breakdown

- To gain a full understanding requires experimentation, which carry’s the risk of
mistakes, re-work, and failure; all which increase the length and cost

- Thereis alack of developer tools and documentation which requires cost and time
to create:

o Tools and documentation that does exist can have large costs and take
time to learn. They are also upgraded frequently, which may require
additional work or re-work

6 Type/Stage/ | Partial vs Full-Scale Systems

Goal of - Developing a proof-of-concept, pilot or test system is much cheaper and is less

Development lengthy than a full-scale system

- Some of the estimates given by organizations are of the length and cost so far. In
other words, the length and cost estimates are not for a full-scale implementation.
Full-scale implementations would have a longer length and larger cost

7 Other Open Source Licencing Fees

- Some open source software needed to develop a blockchain solution requires fees
and others do not. Open source software that has a licencing fee will increase the
cost of development

Blockchain Fees
- Depending on the implementation, some blockchain solutions will have additional
fees. For example, when building on the Ethereum platform, to run smart contracts
requires a small amount of Ether or Gas (the cryptocurrency for Ethereum) to run.
If the contract is complex, lengthy, and runs frequently the operational costs will

increase

Articulation of system requirements
- Poorly articulated requirements by either the client or the organization itself, can
lead to mistakes, re-work, and dissatisfaction. This can increase the length and cost
associated with the blockchain project

Making Use of Existing Technological Components
- When possible, integrating the new solution with an existing organizational
component can reduce the length and cost when contrasted with developing the
component on its own. For example, one of the interviewees made use of Facebook
as a user interphase which reduced their length and cost

Testing and Scaling
- When customer’s data is required for the solution to be tested, a layer of complexity
is added. That is, getting the customers to engage with the system can be time
consuming and expensive
- Organizations in the sample claimed it takes time and money to get customers
engaged with the system in order to scale it effectively

Patenting
- Patenting the blockchain solution can increases the cost and time. A prior art search
can also contribute to an increased cost and length

Table 8 - Breakdown of Cost and Length Factors

Analysis of the length and cost factors has revealed several intriguing insights, which can aid

organizations with their own development of blockchain technology.
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First, relating to the approach and employee skill level, an organization must understand its
own capabilities and resources. Once the organizational strategy has been considered, management
should turn to their own capabilities, as dictated by prior work (Felin & Lakhani, 2018).
Organizations must question their ability to develop a real solution when selecting an approach to
development. If employees lack the knowledge and skills to develop the technology, collaborating
with an external provider may reduce the length of the project and possibly the cost. Although one
may argue that developing internally can reduce the cost, the potential for re-work, and the need
for learning/education can increase both the time and cost. This is not to say that the organization
should not learn the technology themselves or have the provider do all the work. It is to say the
organization should work with the provider to learn, reduce the project’s length, and lower the

project’s cost.

Second, regarding organizational factors, most interviewees attributed the bulk of length and
cost to business (organizational) related issues, rather than to blockchain (technological) itself.
One interviewee estimated that 80% of the length and cost was attributed to business related issues
while 20% was related to blockchain technology. It was not the actual coding, but rather the
number of validations, approvals, and clearances, rules and processes that needed to be followed
to secure project resources and the freedom to operate that increased length and cost. In addition,
the organization’s absent understanding of their own processes and infrastructure, the inadequacy
of the organization’s current technological infrastructure as well as changing business models
added significant length and cost to projects. Other factors, such as open source licensing fees,
blockchain specific fees, articulation of business requirements, making use of existing
technological components, testing and scaling, and patenting are somewhat out of the control of
the organization and less impactful, but do influence the cost and length of development. Knowing
this, organizations should seek to develop more agility for projects dealing with modern
technology such as blockchain. The development/decision making process (validations, approvals,
clearances, defined rules, and processes) should be updated to be more accommodating and
streamlined. Agility is also important for continued maintenance as blockchain technology is being
developed rapidly; another major cost and time implication (See Table 8). This way, as blockchain
technology matures, the organization can adapt more easily. Perhaps the organization can create a
dedicated group, to develop emerging technology that is given the necessary freedom to create
solutions. In addition, organizations need to obtain a thorough understanding of their own
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processes and technological infrastructure before development to allow them to comprehend
blockchain’s impact on operations, how blockchain can fit with the organization, avoid re-work,
and circumvent complexities. Finally, organizations should consider acquiring/purchasing the
required infrastructure from an external provider if their current infrastructure is incapable of

incorporating blockchain technology.

Another major source of increased length and higher costs is the complexity or scope of the
solution. Simply put, more complexity (number/type of features/functions, number of stakeholders
involved, and the level of integration required) equates to extended length and increased cost.
During our interviews with the blockchain consultants/product venture firms (those organizations
who have developed solutions for clients), it was noted that most of the functions being developed
were not used. Like the breakdown of length and cost for business versus technological issues
(80/20 scenario), only 20% of the functions were being utilized by 80% of the users. Knowing
this, managers should scope projects down to reduce the complexity and in turn, reduce the length
and cost. Management has several options to address this. They can speak with future users of the
blockchain system to truly understand their needs. This will help avoid developing unused or
underused features. The organization could also start with a small/single entity use case that
requires little internal integration and is done with the support of a provider. This not only
addresses the complexity issue but the ‘type of development’ and ‘learning’ issues (see Table 8).
Organizations should first work on a pilot or minimum viable product, then, in the future, they can
develop a full-scale solution. This way organizations learn and develop simultaneously, as the
technology matures. When the market is right and technological maturity has been achieved, the
organization will be well positioned for larger and more complex use cases. This also gives the
organization time to test procedural changes as they seek to create more agility in the development
process and elicit feedback from the systems users. In other words, organizations have an
opportunity to learn blockchain technology, test the solution with users, and validate the procedural

changes concurrently.
What are the future directions for blockchain technology?

When inquiring about the future direction of blockchain technology, the interviewees

highlighted several insights. After synthesizing the insights, five themes were developed,;
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abstraction, consolidation/standardization, technical integration, emerging scenarios, and

intermediary evolution. This section concludes with some long-term views.

Abstraction. Blockchain technology is going to disappear, however, not in the way one might
think. The technology itself is not going anywhere, but rather it will become invisible. Our
interviewees described a future where blockchain is a hidden underlying component for business
everywhere. New products and services will be offered that have a blockchain component, but
blockchain will not be the highlight. The question will not be; are we, our customers or partner
organizations going to adopt a/our blockchain solution? It will be; are we, our customers or partner
organizations going to use this new product or service that serves an organizational or customer
need? Its not about the technology itself, it is about the value it can create. It just so happens that
the new product or service has a blockchain component. Picture the internet. Are individuals or
organizations going around saying ‘this Transmission Control Protocol/Internet Protocol (TCP-
IP) is great; it really enhances our business’? No, they simply refer to it as the Internet. Just as
TCP-IP was hidden, blockchain will be too. Blockchain will be hidden not only from a marketing
perspective but also from a complexity perspective. The complexity of blockchain will be
abstracted behind a layer of user interphase/ease of use. Users of the blockchain solution will see
no difference from a mobile application today and a mobile application using blockchain

tomorrow. They will just receive the benefits of blockchain unknowingly.

Consolidation/standardization. Currently, everyone wants to be the ‘blockchain for digital
rights, supply chain provenance, identity management, healthcare records, and the list goes on.
There is a multitude of different organizations trying to provide the same blockchain services, with
results in a highly fragmented market. Individual organizational commercial interest combined
with the lack of regulation and standardization were described as the major culprits of the
fragmentation. There cannot be fifty organizations attempting to provide the same market the same
services. This makes consolidation/standardization is inevitable. Eventually, there will be winners
and losers. However, organizations can consider collaboration, teamwork and co-creation to
ensure survival. Much of blockchain’s power is a function of the network. Hybrid blockchains are,
as described by our interviewees, where the real benefits of blockchain lie, making collaboration

an interesting proposition. In sum, consolidation/standardization is expected, so organizations
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should be thinking about their unique value proposition sooner rather than later or consider

collaborating with similar organizations.

Technical integration. Blockchain is not a silver bullet that will solve all an organization’s
woes. It was described as another technological tool in the toolbox to support the organization and
it will be only one element in a solution. It will not be used in isolation to solve every problem. An
acceleration of benefits occurs when blockchain is combined with other technology and a robust
support infrastructure. For example, the combination of the Internet of Things (loT) technology
and blockchain can result in innovative and valuable solutions. 10T sensors collect that data and
blockchain acts as an immutable data store and can provide automation capabilities. Several use
cases are being investigated that combine these two technologies such as: patient sensors
monitoring their health, vehicular communication, environmental wireless sensor networks, smart
grids (electrical wireless sensor networks), and asset tagging, tracking, recording. For a detailed
account of blockchain and 10T see the work by Christidis & Devetsikiotis (2016) and to examine
a real use case already in production, see the work done by Maersk for their shipping containers
(Li, 2017) Blockchain and 10T solutions are just one example of combining technology for greater
results. Machine learning (ML) and artificial intelligence (Al) are also being combined with

blockchain technology. The potential has only just begun.

Emerging scenarios. The first use cases to market will be single entity use cases, as opposed
to those involving multiple organizations or those that require a significant customer base for
success (those that require customer data to operate). These use cases will likely solve an existing
problem or create improvements to existing operations and take the form of private-permissioned
blockchains. However, they will be a small percentage of blockchain technology’s overall
projected value. Consortium blockchains (those that involve multiple organizations being
connected for business by a blockchain) that solve existing problems, will come later due to the
additional coordination efforts required and these solutions will have more value. The real bulk of
value will be the new use cases, business models, business networks, or business ecosystems
enabled by blockchain technology, that use blockchain for its true inherent value (such as multi-
party trust scenarios) and are aimed at solving problems that may not yet exist. With more
experience, deep learning, and maturation of the technology comes a real understanding and then,
the new business models, use cases, and applications that have not been thought of before will
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start. It may be a small company or a combination of small companies who create these
revolutionary solutions, as they do not have the baggage and legacy infrastructure that large
organizations deal with. This gives them substantially more freedom to innovate. These solutions
will disrupt big players in large industries, and this will tip the domino or begin the snowball. In
other words, these solutions will capture real interest and provide traction for significant-

ubiquitous adoption.

Intermediary evolution. A final theme was about the impact blockchain technology will
have on intermediary or broker organizations and manual jobs. Blockchain technology is often
cited as having the power to disintermediate the intermediary organizations such as payment
processors, real-estate brokerages, insurance companies, auditing organizations, estate law firms
and others. It is also cited as being able to automate (using smart contracts) and therefore remove
several types of manual jobs. Our interviewees believed that these types of organizations and jobs
will be impacted but not outright disappear. The manual jobs will be severely reduced, rather than
become extinct but this is not only a function of blockchain. Other emerging technology such as
artificial intelligence and machine learning play their role in manual job reduction as well. With
the intermediary organizations, they are more likely to adopt and use blockchain technology before
they are completely disintermediated. They will need to re-invent to remain relevant. It is
conceivable that some intermediary organizations believe that blockchain is a passing
technological fad, resulting in a lack of research and development but the smarter businesses will
not become the next Blockbuster. As the saying goes, if you cannot beat them, join them and this
was the position of our interviewees. In sum, manual jobs will be severely impacted, but

intermediary organizations, if they adopt and use blockchain technology, are poised to survive.

At a higher level, most interviewees believed blockchain technology has the power to
positively revolutionize the world, but they did not believe blockchain technology will be the sole
reason or be given all the credit. As discussed above, blockchain technology will be another
technological tool available to organizations for their operations. It will be combined with other
technology and hidden under the surface. On the other hand, a few interviewees believed that
blockchain would be at the forefront of the future. However, this was not the most popular view.

In short, the hype will die but blockchain technology will become ubiquitous.

What does the next 10 years hold for blockchain technology?
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Before concluding each interview, opinions about the future of blockchain technology for
the next five to ten years were elicited. Several intriguing insights were discovered and are

summarized in Figure 3 below.
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1-3 Years

Turbulance

Large organizations are
experimenting and conducting
research to learn/understand
blockchain. Smaller
organizations and start-ups are
starting to develop solutions.

Consortium blockchains and
those requiring a significant
customer base are being
investigated and developed but in
very preliminary stages.
Several use cases are being
investigated and developed but
are in preliminary stages.
Integrations of blockchain and
other technology is being
investigated. Some use cases
may go to production in this
phase such as:

Identity management
(distributed, decentralized and
digital), supply chain, human
resources use cases. The
financial industry is investigating
blockchain but only begins
development near the end of this
phase.

The use cases will be focused on
solving existing problems and
creating improvements to
existing processes, services or
products They will also be single
entity, niche and likely take the
form of private-permissioned
blockchains. They gain minor
traction.

Blockchain technology will be
emphasized when marketing
solutions.

Research, experimentation,
understanding and learning is
underway.

- j

4-6 Years

Development

Larger organizations slow
experimentation and start
developing real solutions.
Smaller organizations and start-
ups continue to develop
solutions.

The use cases from the 1-3-year
mark progress further with some
being finalized and gaining
traction.

More production-level and
successful use casesare being
used in industries such as;
financial, healthcare, insurance
and even public services (digital
voting). This will bring enhanced
transparency to the applicable
benefits of blockchain
technology.

The use cases are still mostly
private-permissioned
blockchains.

Consortium blockchains and
those requiring a significant
customer base continue to
develop, are gaining maturity and
some are being used.

Complexity is being abstracted
behind a layer of ease of use
(user interphase). Blockchain
technology is also being
integrated with other technology.

New, never seen before use
cases, business models, and
applications will startbut are ina
very preliminary stage. The
snowball begins.

Blockchain technology is starting
to be de-emphasized when
marketing solutions.

Research, experimentation,
understanding and learning is

\ maturing.

7-10 Years
Realization

Significant traction is being
achieved.

Blockchain is a significant
component for large
organizations and is playing a
support role.

Consortium use cases and those
requiring a significant customer
base for successful outcomes are
maturing and being used.

New, never seen before use
cases, business models, business
networks and applications are
maturing and being developed.
They will start to go to
production and be available in
this stage. The snowball
continues.

Experimentation, research and
development, learning and
understanding is mature. Many
of the current problems with
blockchain have been solved.

The complexity of blockchain
technology is fully hidden and it
is has been integrated with other
technology.

Organizations whom have not
been experimenting and learning
will start but are far behind.

Many intermediary and broker,
organizations as well as manual
jobs will be reduced and/or

become automated in this stage.

Blockchain technology is not
emphasized at all when
marketing solutions.

Business models based on
blockchain, and its applications
are maturing and are continuing
to be developed.

AN 7

Figure 4 - Blockchain Technology Timeline
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Blockchain technology holds the promise of drastically revolutionizing business
ecosystems around the globe. The coming decade is predicted to be when considerable
development will start, and real value will be obtained. As such, now is the time for organizations

to begin researching, learning, experimenting and developing.

The bridge between development and the realization of blockchain technology for
organizations should be more translucent, as this research has discussed the development
landscape, important cost and time implications, future directions, and provided several useful
recommendations. Knowledge of the industries and use cases provides organizations with a
window to the current development landscape. This should be used for strategy development, to
understand blockchain’s capabilities, and to identify market opportunities, competitor positions,
and disruption potential. The breakdown of length and cost factors imply organizations should
consider developing with the support of a provider, incorporate agility for blockchain projects,
update the development/decision making process (streamline validations, approvals, clearances,
rules, and processes), obtain a thorough understanding of their own processes and technological
infrastructure, acquire/purchase the required infrastructure from an external provider and scope

projects down to reduce complexity.

In addition, with an understanding of blockchain’s future directions, organizations should
take pre-emptive action to facilitate effective development. Knowing blockchain will be
abstracted, organizations should begin to emphasize the value of the solution rather than focusing
on the blockchain component. Action should be taken to develop blockchain in a collaborative
manner to be well positioned for the unavoidable consolidation of solutions. Experimentation and
exploration need to consider a combination of blockchain and other emerging technology, as
technical integration appears inevitable. Finally, organizations need to be aware of the emerging
use case scenarios and their relative position in the market (if they are an intermediary) to avoided

disruption.

Skeptics of blockchains value and those who believe it is only hype will wait too long. It
IS not a passing fad nor just hype. It is real, here to stay, and will prove to be a critical cornerstone
of organizations’ technology infrastructure for the near future. Those preparing now, will thrive in
the new blockchain era and truly reap the benefits. Those who continue procrastinating will be left
in the dust.
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Chapter 4 — Theoretical and Practical Implications
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4.1 Theoretical Implications

Several theoretical contributions have been made by this research. A new theoretical
framework of the factors influencing blockchain technology’s adoption has been developed and
empirically tested. The factors within this framework were identified from primary data, as
opposed to secondary sources, collected from 25 interviews with 23 different organizations. The
factors were then empirically tested with 146 employees from 71 organizations. The framework is
a novel contribution as it presents a holistic perspective of blockchain adoption, as opposed to
some prior studies focusing on the adoption of a single function/feature of blockchain such as
cryptocurrency (Almarashdeh, 2018; Jonker, 2019). In addition, the framework comes at a critical
time, as organizations are beginning to investigate blockchain technology on a larger scale and the
blockchain market is set to drastically expand in the coming decade (Granetto et al., 2017).

The new adoption framework contains four factors that were found to significantly
influence organizations’ behavioural intention to adopt blockchain technology; two drivers and
two barriers. The findings support and validate several factors influencing blockchain adoption
and contribute one novel factor. Perceived technological volatility represents a novel contribution
in two ways. First, a review of the technology adoption literature has not revealed a prior study
that has considered how the volatility of a technology directly influences organizational adoption
decisions. This provides a new perspective to consider for future research analyzing technology
adoption. Second, a new empirically validated scale was developed to measure an organization’s
perceptions of a technology’s volatility. This allows future researchers to make use of the scale
directly or adapt it for their own adoption context. The framework and novel adoption factor extend
the existing literature about technological adoption, specifically blockchain adoption, and the
literature on blockchain technology in general.

Another unique contribution lies in the methodological approach taken. At the time of
writing, no other blockchain technology adoption study employed a mixed methodology, in the
manner taken for this research. Most prior blockchain adoption research takes either a qualitative
or a quantitative approach. This research combined both approaches by first conducting qualitative
interviews to identify the factors and then making use of a quantitative survey to empirically
validate them. By taking this approach, a more complete and detailed understanding of
organizations’ blockchain technology adoption behaviour is achieved.

Furthermore, the sample used to collect data is unique within the blockchain adoption
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literature. Unlike most previous research focused on a single sector and sampled non-adaptors, the
sample used in Study 1 crosses 12 unique sectors and includes both organizations that have adopted
blockchain technology and those who have not. The sample from Study 2 crosses nine unique
sectors. Crossing multiple sectors and eliciting perspectives from organizations with first hand
experience allowed for a more accurate, detailed and holistic discovery of the blockchain adoption

factors. This created a deeper understanding of blockchain technology adoption.

4.2 Practical Implications

The results show organizations currently perceive that their employees lack the technological
knowledge needed to adopt blockchain technology. The clear implication is to implement a
training and awareness program to ensure employees not only have the knowledge to adopt
blockchain but also successfully make use of it. Marler, Liang & Dulebohn (2006) show that the
extent of employee training has a direct positively relationship to intention to adopt information
technology, showing the effectiveness of training. Incentives should be offered to employees who
excel in the program to ensure active learning takes place and a real understanding is gained.
Furthermore, organizations developing blockchain solutions for other organizations to adopt
should recognize their potential clients may be lacking the knowledge required to adopt. To
address the knowledge gap, they should offer supplementary education materials, training and
support services with the sale of their blockchain products. Alternatively, the organization’s
development of blockchain technology could encapsulate some of the complexity within a layer
of user interphase. A similar notion goes for blockchain consulting firms: consider developing an
education and training program or method to ease the complexity to offer the organizations using
ones services. A formal, structured, and properly developed blockchain technology curriculum
could become a lucrative new avenue of consultation services to be offered. Whether it is the
organization adopting, the organization providing blockchain services, or a blockchain consulting
firm, the creation of education and training materials will help bridge the knowledge gap. The
more technological knowledge an organization has, the more likely they will be to adopt (Ifinedo,
2011; Lin & Lin, 2008; Thong, 1999).

To drive through the technological volatility, organizations should seek to first understand the
blockchain development and innovation landscape as best they can. Understandably, attempting

to know every development direction, or all of the blockchain platforms that exist is difficult, but
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the more an organization understands, the better equipped they are to make adoption decisions.
Next, organizations should achieve a clear understanding of their own strategy, their
capabilities/resources, and the problems they want solve for their stakeholders (Felin & Lakhani,
2018). Then, with an understanding of the blockchain development landscape and one’s own
strategy, capabilities and stakeholder problems, an organization can more accurately make
adoption decisions. They can cut through the maze of irrelevant solutions, useless features and
poorly designed platforms to make the best adoption decision for themselves and their
stakeholders. This goes for both purchasing a decision and developing it internally. In addition,
the organizations developing their solution internally or with a supporting firm should seek to build
highly agile and interoperable blockchain solutions. That way, as the technology matures, new
features or functions can more easily be incorporated into the existing solution. Organizations will
be better prepared for major technological changes. Another option could be to start development
with a pilot or minimum viable product (MVP). This allows an organization to experiment and
learn, aiding with the lack of technical knowledge, and develop at the same time, while blockchain
technology matures. Then, with a mature technology, the organization will be well positioned to
take their pilot or MVP to a production-level environment.

Knowing data quality is a significant driver of blockchain adoption can aid blockchain
consultant firms and blockchain development organizations when providing their services or
products. The blockchain development firms should highlight the data enhancing qualities of
blockchain technology when marketing their products. Blockchain consulting firms can better
tailor their services provide higher quality consultations by aiding organizations with their
understanding of how blockchain can enhance their data. Moreover, blockchain researchers should
continue to investigate methods to further improve the data enhancing qualities of blockchain

technology to promote ubiquitous adoption.

Finally, knowing interoperability is positively associated with a behavioural intention to adopt
blockchain should inspire organizations with non-interoperable technological infrastructures to
develop more interoperability. Organizations should consider that blockchain might be the
mediating technology to interoperate with another organization. It can be used to connect
organizations. Not only should an organization consider its own technological infrastructure but it

should consider the interoperability of vendors, partners and any other external organizations’
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infrastructure needs to be considered. Indeed, being aware of the interoperability of the network
one operates in is critical. In addition, the organizations with highly interoperable infrastructures

should seek to continue to develop or purchase technology compatible with existing technology

and that is agile.
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Chapter 5 — Limitations and Future Research
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This research has some limitations, despite its theoretical and managerial implications, that

lay the foundation to which perspectives can be opened for future research.

First, this research focused on North American organizations. Future research can attempt
to discover blockchain technology’s adoption factors with a sample representing a wider
geographical distribution to achieve greater generalizability. Another option could be to consider
a cross-country analysis, in particular, examining how socioeconomic differences shape
blockchain adoption decisions. In addition, although the sample in this research is reasonable,
future research could empirically validate the blockchain adoption factors with a larger sample of

organizations.

Second, data was collected from numerous organizations ranging in size and industry
classifications. The diversity of size and industry may affect the technology adoption decision.
Future research could attempt to analyze the difference in blockchain adoption intention based on
these factors. For example, one could analyze the difference in adoption intention between large

and small organizations or cross analyze organizations in the supply chain and financial industry.

Third, this research hypothesized direct relationships between the antecedent adoption
factors and dependent variable. This was to create a theoretical base to which additional
relationships can be investigated. Future research could analyze the model differently to identify
any potential moderating or mediating effects. For example, it is conceivable that perceived data
quality has a moderating effect on perceived interoperability. The more relationships discovered,
the more detail known about organizational adoption of blockchain. The more known about

organizational adoption of blockchain, the more known about technological adoption.

Future research may also conduct in-depth case studies to understand how organizations
contend with and overcome the barriers hindering blockchain’s adoption. Lacity (2018) performed
such an analysis for four barriers of blockchain adoption. The barriers discovered in the research
at hand, perceived technological volatility and perceived lack of technological knowledge, provide

new opportunities to analyze how organizations cope when adopting blockchain.

One final avenue of future research could be to conduct a longitudinal study considering
how the adoption landscape changes over time. Blockchain technology is rapidly developing,

meaning the technology, organizational, and environmental, factors may change. A longitudinal
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study could capture these changes. Furthermore, a study of organizations’ blockchain continuance
intention would shed new light into post-adoption behaviour and provide a more holistic picture

of the adoption phenomenon.
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Chapter 6 — Conclusion
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This research has examined the factors influencing organizational adoption of blockchain
technology in an attempt to develop a theoretical framework that furthers ubiquitous adoption. A
mixed methodology was used to address the adoption factors for blockchain technology. First,
Study 1 employed a qualitative exploratory multiple-case study in the form of 25 interviews with
23 different organizations to discover the factors from primary data. This was to achieve a first
hand account of the factors from organizations actually engaged in blockchain technology
development. A total of 15 factors and three sub-factors were discovered from a content analysis
of the interviews. Then, Study 2 used a quantitative survey to empirically test seven of the factors
discovered with 146 employees from 71 organizations. SEM was used to analyze the results. The
findings support and validate four factors, two drivers and two barriers, influencing blockchain
adoption; perceived interoperability, perceived data quality, perceived lack of technological
knowledge and perceived technological volatility. An extensive literature review has not revealed
a prior study that has considered how the volatility of a technology influences organizational
adoption decisions, opening up new research directions and expanding aspects of consideration
for technology adoption. Further, a new empirically validated scale was developed to measure an
organization’s perception of a technology’s volatility, allowing future researchers to accurately
measure the construct. In addition, several critical blockchain technology development
considerations were presented, to aid organizations with their own implementations. This section
includes the industries developing blockchain and the specific use cases being implemented, cost
and length factors for blockchain projects, future direction themes and a 10-year development
timeline.

Overall, this research has contributed to furthering the adoption of blockchain technology
and enriching the technological adoption literature. Organizations considering or engaged in
blockchain development, blockchain consulting firms, and blockchain researchers now have a
deeper understanding of the adoption phenomenon which can be used to further organizational
adoption, development and implementation. With wider adoption, individuals, organizations can

realize the benefits of blockchain technology resulting in an improved society.
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Appendix A — Interview Demographic Information

Organization

No. | Organization | Sector Interviewee Position Establishment | Annual Number of
Type/Size Date Revenue | Employees
(Millions)
1 Large Public Services — | Technological Subject 1916 Not-for > 1000
Organization | Innovation Matter Expert and Profit
Executive
2 Start-up Financial Technological Subject 2017 <1 <50
Matter Expert
3 Large Public Services — | Technological Subject 1997 Not-for > 1000
Organization | Food Safety Matter Expert Profit
4 Start-up Identity Executive 2018 <1 <50
Management and
Corporate Social
Responsibility
5 Start-up Technology Technological Subject 2018 <1 <50
Matter Expert and
Senior Management
6 Start-up Technology Executive 2017 1-5 <50
7 Small-to- Professional Technological Subject 2011 5-10 <50
Medium Services Matter Expert and
Organization Executive
8 Large Financial Middle Management 1867 >10 >1000
Organization
9 Large Public Services - | Technological Subject 1867 Not-for > 1000
Organization | Financial Matter Expert and Profit
Middle Management
10 | Large Public Services — | Executive 2000 Not-for 250-1000
Organization | Infrastructure Profit
11 | Large Professional Partner — Technology 1987 >10 >1000
Organization | Services Consulting
12 | Large Public Services — | Technological Subject 2011 Not-for > 1000
Organization | Information Matter Expert Profit
Technology
13 | Start-up Technology Executive 2018 1-5 50-250
14 | Large Public Services - | Technological Subject 1921 Not-for 250-1000
Organization | Transportation Matter Expert and Profit
Executive
15 | Start-up Professional Technological Subject 2019 <1 <50
Services Matter Expert and
Executive
16 | Large Public Services — | Technological Subject 1834 Not-for 250-1000
Organization | Information Matter Expert and Profit
Technology Executive
17 | Large Public Services - | Technological Subject 1916 Not-for > 1000
Organization | Innovation Matter Expert Profit
18 | Large Public Services — | Technological Subject 1935 Not-for > 1000
Organization | Transportation Matter Expert Profit
and Logistics
19 | Small-to- Identity Technological Subject 2008 >10 250-1000
Medium Management Matter Expert and
Organization Executive
20 | Large Financial Executive 1850 >10 >1000
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No. | Organization | Sector Interviewee Position Establishment | Annual Number of
Type/Size Date Revenue | Employees
(Millions)
21 | Start-up Technology Technological Subject 2017 <1 <50
Matter Expert and
Executive
22 | Start-up Healthcare Executive 2017 <1 <50
23 | Start-up Human Executive 2017 <1 <50
Resources
24 | Large Public Services - | Technological Subject 1916 Not-for > 1000
Organization | Innovation Matter Expert and Profit
Executive
25 | Start-up Academia Technological Subject 2018 <1 <50

Matter Expert and
Executive
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Appendix B - Survey Demographic Information

Demographic Category

Result

Industry

Consulting/Professional Services - 9.7%
Education - 6.9%

Energy - 3.4%

Financial - 28.3%

Government -12.4%

Healthcare - 8.3%

Supply Chain - 10.3%

Technology - 19.3 %
Telecommunications - 1.4%

Technology Status

Consumer - 30.3%

Consumer and Regulator - 1.4%
Provider - 46.9%

Provider and Consumer - 0.7%
Regulator - 20.7%

Organization Size/Type

Start-Up (<50) - 35.2%
Small-to-Medium (50-999) - 13.1%
Large Organization (>1000) — 50.3 %
N/a - 1.4%

Organization
Establishment Date

Oldest - 1800

Newest - 2019

Span (from oldest to newest) - 219 years
Percentage Before 2000 - 48.97%
Percentage After 2000 - 51.03%

Organization Revenue

<$10,000 - 24.8%
$10,000-100,000 - 7.6%
$100,000 - 1,000,000 - 3.4%
>1,000,000 - 42.1%
Non-for-Profit - 17.9%
N/a-4.1%

Build or Buy Technology

Build - 30.3%
Buy - 29%
Combination - 40.7%
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Appendix C - Organizational Blockchain Adoption Factors — Interview Results
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Appendix D — Interview Instrument

Blockchain Technology Adoption

This interview is part of research aiming at deepening our understanding of the adoption of
blockchain technology and its influence on business performance. Data will be collected
anonymously respecting your privacy and will be only used for research purposes. Your
collaboration, by attending in the interview (that will take about 30 minutes), would be very
precious for us.

What is your industry classification?
Healthcare 1  Financial 1  Supply chain [ Technology [

Other. Please specify:

Would you consider your organization a technology:

Provider (1 ~ Consumer [1  Regulator []

What is your organization’s size with respect to the number of employees?

1-4901 50-249 1 250- 100001 more than 100001
What is your position at your organization?

[0 Technical/Subject Matter Expert

[0 Middle Management (technical or non-technical)

1 Senior Management (technology department or non-technology)
[1 Executive (technology portfolio, non-technology)

[0 Other. Please specify:

What year was your organization established?

How long have you been in this organization?

What is your organization’s annual revenue in 2018 (In Canadian Dollars)?

<1millionO 1-5milliond 5-10 milliond > 10 million 1  Non - for profit []

85



What is the size of your organization’s investments/portfolio in blockchain technology (In

Canadian Dollars)?

< 10 thousand [ 10-100 thousand [J 100 thousand-1 million >1 milliond

Does your organization build or buy technology? Build [ Buy ] Combination [J

1. Has your organization already implemented, in production, blockchain technology?

Provider - have your customers implemented a blockchain solution in production?

If the answer is No:

a.

Does your organization have any plans in the next year to implement a blockchain
solution?

Provider — do your customers have any plans in the next year to implement a
blockchain solution?

Has your organization done any Proof-of-Concept (PoC) implementations?

Provider — have your customers done any POC implementations?

Why did your organization decide not to implement the PoC in production?

Provider —why have your customers decided not to implement the PoC in production?
In your opinion, list the top five reasons for non-adoption of blockchain technology

starting from the most important reason to the least important.

If the answer is Yes:

e.

g.

Why did your organization decide to adopt a blockchain based solution?

Provider - why do you believe your customers have adopted a blockchain based
solution?

List the top five drivers of your organization’s adoption from most important to least
important?

Provider — List the top five drivers for your customer’s adoption from most important
to least important?

Other — In your opinion, what are the top five drivers for blockchain adoption?

What type(s) of blockchain solution(s) is your organization using? Public, private,
consortium, or a hybrid and why did you choose this type?

Provider - What type(s) of blockchain solution(s) are your customers using? Public,

private, consortium, or a hybrid and why did they choose this type?
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h. How would you describe your blockchain adoption and implementation
process/strategy?
Provider — How would you describe your customer’s blockchain adoption and
implementation process/strategy?

i.  What were the steps involved in implementing this emerging technology?

J. How long did the implementation take from inception to completion? e.g., test, dev,
UAT, production?

k. Can you describe or justify the reasons that determined the length of the
implementation?

I.  What was the estimated cost of implementation?

m. Can you describe or justify the reasons that determined the cost of the implementation?

n. Is the blockchain solution that is implemented, an essential part of the business model
of your firm? In other words, is it a critical component or a marginal one?
Provider - Is the blockchain solution implemented an essential part of the business
model for your customers? In other words, is it a critical component or a marginal one?

0. How is your organization using blockchain technology?
Provider — How are your customers using blockchain technology?
Other — how are you seeing blockchain technology being used?

p. How can a blockchain solution comply with legislation given the regulation
environment for your organization's industry?

g. How do you see blockchain standards being established?
Can you discuss in more detail the main disadvantages your organization feels it has
suffered from adopting and implementing blockchain technology? Please list your top
five reasons starting from the most important reason to the least important reason.
Provider — Can you discuss, if any, the main disadvantages your customers feel they
have suffered from adoption / implementing blockchain technology? Please list your
top five reasons starting from the most important reason to the least important reason.
Other — What disadvantages do you possible from using blockchain technology?

2. What needs to change about blockchains to enable more implementations?
3. What must change from a business operating or technical perspective in order to enable

more blockchain implementations?
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4. 1s your industry ready for blockchain technology?
a. If not, what would it take for it to be ready?
Provider — Are your customers industries ready for blockchain technology?
a. If not, what would it take for it to be ready?
5. Where do you believe blockchain technology is headed?
b. Inthe next5 years.
c. Inthe next 10 years.
6. Is there anything, in the context of blockchain adoption, you would like to add?

Length of Interview:

Interview Code:

Date of Interview
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Appendix E — Survey Instrument

Blockchain Technology Adoption

This survey is part of research aiming at deepening our understanding of the main barriers and
drivers of the adoption of blockchain technology and its influence on business performance. Data
will be collected anonymously respecting your privacy and will be only used for research purposes.
Your collaboration, by filling in the questionnaire (that will take about 30 minutes), would be very
precious for us.

Part A

What is your gender?

Maled  Female OO Other. Please specify

What is your industry classification?
Healthcare [ Financial [J Supply chain [ Energy L1

Other. Please specify:

Would you consider your organization a technology:

Provider (1 ~ Consumer [1  Regulator []

What is your organization’s size with respect to the number of employees?

1-49 ] 50-249 ] 250- 100001 > 100001

What is the size of your organization’s investments